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Chapter 1. Introduction

The Government Information Management Systems (GMIS) is comprised of PeopleSoft
Public Sector Human Resources and Financials application modules. The State of Indiana
has licensed the PeopleSoft applications for use by State Agencies and is maintained and
supported by the Department of Administration, Division of Information Technology (DolT).
Support includes the PeopleSoft software and hardware such as the E7000 enterprise server
which houses the software and the MS SQL Server relational database management system;
and the storage facilities, network application and file servers. DolT also provides the
necessary connectivity and assistance for the client agencies' workstations. In addition, DolIT
provides the "core" GMIS project team including system administrators, application
developers, business analysts, and project managers, as well as the many staff that support
the servers, network, and other utility services.

This document defines the technical standards to be used by the GMIS/PeopleSoft Projects
for the State of Indiana and any of its agencies and organizations. Separate documentation is
maintained by the various agencies regarding the Business Policy and Procedures for the use
of GMIS/PeopleSoft.

These technical standards are revised and continuously updated.

In a project as complex as GMIS, the adherence to standards is critical to efficient
development and maintenance of the application as well as effective communication between
the various partners in the project.
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Chapter 2. Application Architecture

The PeopleSoft environment is made up of several components across multiple platforms.

GMIS Servers and Network Configuration
rev. 8/01

MicroSoft SQL
Serveer

ES7000

%
File Servers
(Windows NT)
B TCP/IP
Application Servers
] (Windows NT)
= 3 _ =
=— 7]
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FS HR
60
«0*9
TCP/IP

q )

Individual Agency LAN's
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Workstations
(Windows 95 or NT)

IGCN:

IDOA & IGCS
Procurement Training Rooms

2.1 Database Server

Currently the state's GMIS/PeopleSoft database environment exists in a clustered MS SQL Server on
the ES7000. Multiple subsystems are required for system integrity and have been requested.
References to Development and Production in this section relate to the future multiple subsystem
database server configurations.
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2.1.1 Databases

PeopleSoft databases contain application data (department tables, employee status, Vouchers,
Vendors, etc.) and PeopleTools objects (tables, panels, security, menus, code, etc.). Note that SQR
programs, Crystal report, and COBOL programs do not exist within the database and are not
considered PeopleTools objects.

Typing the database name into the database field on the PeopleSoft sign-on panel identifies the
database being accessed. Once in the PeopleSoft application, the database name is displayed at the
bottom of the panels. The following sections describe the different databases, their functions, and
their location on the database server.

2.1.1.1 Production

The FSPRD and HRPRD databases contain production data. PeopleTools modifications will be
migrated to the production database from the respective QA database.

2.1.1.2 Quality Assurance

The FSQA and HRQA databases are used for integration and performance testing. PeopleTools
modifications will be migrated to the production database from the respective Development
database. PeopleTools objects will not be developed here.

2.1.1.3 Development

The FSDEV and HRDEV databases will be used for all application development (via PeopleTools,
SQR, Crystal Reports, COBOL, etc.) and initial Development testing will take place. As part of
Development testing, data can be inserted and altered to accommodate the needs of testing. All
PeopleTools objects must be developed and tested in this database before migrating to the
appropriate Quality Assurance database.

2.1.1.4 Training

The FSTRN and HRTRN databases will be used for end user training. These databases will be
copied from FSPROD/HRPROD as necessary to administer training.

2.1.1.5 PeopleSoft Reference

The FSDMO and HRDMO databases provide a reference baseline for the system as shipped and
modified by PeopleSoft delivered fixes and updates.

2.1.1.6 Transition

The FSAUD and HRAUD databases are used, when applicable, to import updates and fixes from
PeopleSoft via Data Mover scripts. These databases contain a limited number of tablespaces and are
truncated prior to every import. PeopleTools objects are migrated from FSAUD/HRAUD to the
PeopleSoft Reference databases.

2.1.1.7 Special Implementation

Occasionally implementing agencies or Implementation Partners may request a database instance for
implementation modeling. The FSVNx databases may be used for this modeling. These will be
‘unsupported’ databases that will not have change control procedures applied, unless provided for
through the establishment of an MOU between the agency and the Division of Information

State of Indiana, 2001 2-2



GMIS Standards & Procedures Last Update: 10/04/2001
Version 3.0 Printed: 10/04/2001

Technology. Vendors will be granted sufficient rights to manage these environments without
impairing the security and integrity of other environments. No development will be migrated out of
the FSVNx environment; nor will the GMIS Team migrate fix/updates or SOI development into the
FSVNx database. All PeopleTools objects must be developed and tested in the FSDEV database
before migrating to the appropriate Quality Assurance database. Any support work requested by an
agency or implementation vendor for the FSVNx database may be billed to that agency at current
DolT rates.

2.2 Batch Server

2.2.1 Libraries and File Locations

The application files will reside in three primary locations; the batch server, LAN file server, and on
workstations. The PeopleSoft application is located in the ES7000and in the Windows environment
on the file server and workstation.

2.3 Application Server

2.4 File Server

The file server is used to maintain a master copy of the system programs (executables) from which
the workstation is operated. Separate file server environments match those of the database server, for
example, FSDEV, FSQA, FSPRD, etc.

Appendix A details these file directory structures.

The LAN file server will also serve as the storehouse of prior versions of non-PeopleTools objects
(Cobol, Crystal Reports, DMS, and SQR programs). In the event one of these objects is modified,
the current production version of the object will be moved to a backup location. See the
Modifications section of this document for details.

The project team will be notified of proposals for major additions, changes, or deletions to the
PeopleSoft network directory structure prior to implementation. In addition, project team members
wishing to establish a new directory structure should notify the PeopleSoft System Administrator.

2.5 Workstations

2.5.1 Workstation Directories

PeopleSoft requires several directories and drive mappings on each workstation. The installer must
assure that the T: drive is available to be mapped to \GMIS-SRVRO1\shared. A c:\temp directory
must exist or be created by the installer. During the workstation setup procedure, two directories are
established: c:\ps and c:\user.

2.5.1.1  C:\ps\

Within this directory there are 3 subdirectories: cache, sql, and sqr. PeopleSoft stores, by database,
object data information in the cache directory. If an object has not changed since it was stored in
cache, PeopleTools uses the object from cache instead of retrieving the object from the database. If
unexpected results or unexplained errors occur, one or more of the cache files may be corrupt; exit
the PeopleSoft application, delete the cache directory, re-launch the application. SQL and SQR
directories are used for personal SQL files or SQR programs. The c:\ps\sqr directory must be one of
the PSSQR flags to run an SQR program from an application menu.
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2.5.1.2 c:\user\

The three subdirectories within this directory are crw, sql, and sqr. These directories are used to
store personal Crystal reports, SQL files, or SQR programs. C:\user\sqr is setup as SQR search
directory 3 as part of workstation setup. (Note: Even if the development occurs on the workstation,
the various components will be re-created in the FSDEV/ HRDEV environment and then migrated
through change control before being applied in production.) The database and file servers are backed
up on a nightly basis. Any development stored on the workstations hard drive is the responsibility of
the developer. The hard drive should be backed up to disk or the LAN on a regular basis.

2.5.2 Other Workstation Applications

In addition to the PeopleSoft application registry entries, workstations need the following
applications installed: Microsoft ODBC connectivity for Microsoft SQL Server; this should be
available in the version 2.5 of the MDAC (Microsoft data Access Components). Microsoft Office,
either version 95, 97, or 2000 may be helpful (for Word templates and Excel spreadsheet output
from PS Query).
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Chapter 3. Implementation Standards

3.1 General

The State of Indiana has implemented PeopleSoft as a single enterprise system. Therefore, nearly all
of the system implementation, support and maintenance activities must be done in a coordinated,
centralized manner. Implementing agencies, whether supported by vendor partners or the central
GMIS Team, must follow these GMIS Standards.

3.1.1 Business Unit Setup

3.1.1.1 Central Administration

The state makes considerable use of TableSet sharing and the impact of changes to those
configurations can be significant. Therefore, the central GMIS Support Team does the exclusive
maintenance to TableSet values as well as the majority of Business Unit setup.

3.1.1.2 Agency Definition

Agencies can define and configure as needed for their implementations -- they just need to provide
their configurations to the central GMIS Support Team for impact assessment, adherence to
standards, and for actual entry.

3.1.1.3 Implementation Environments

The GMIS/PeopleSoft system consists of a number of database environments with particular
purposes relative to implementation activities:
e Development -- FSDEV or HRDEV: Fit-Gap and any Development/Data Modeling

Quality Assurance -- FSQA or HRQA: User Acceptance Testing
Production -- FSPRD or HRPRD: Live, Production Work
e Training -- FSTRN or HRTRN: User Training

Separate database environments are not established for each implementation -- multiple projects may
occur simultaneously. See Chapters 2 and 10 of these Standards for more information on these
database environments.

3.1.2 PeopleSoft Upgrades, Maintenance

Implementing agencies will be incorporated into the planning and execution of PeopleSoft upgrades
and will be made aware of the application of Fixes and Updates.

3.1.3 Security Administration
Chapter 8 of these Standards details the design and mechanics for security in the system.

3.1.4 Central Documentation

Chapter x of these standards details the design, mechanics and security of documentation in the
system. In general, this documentation is on a server housed and maintained by DolT. State agencies
and implementation partners will have their own work and shared directories with security groups
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for their memberships. The GMIS Enterprise will move required deliverables developed in the work
directories to the shared directories for viewing.

3.1.4.1 System Administrative Processes
[Documentation of the System Administrative Processes is under development.]

3.1.4.2 Business Processes

The GMIS Team can facilitate changes in Business Processes. Changes or modifications to the applications
to accommodate existing Business Processes must be discussed with the GMIS Team.

3.1.5 Customer Support

3.1.5.1 GMIS Central Support Team

A Problem Reporting system is maintained that enables implementers and users to report system
problems and make system change requests. The status of the problem fixes and changes is
periodically updated and viewable on the intranet. See Chapter x of these Standards for details.

3.1.5.2 PeopleSoft Support

Problems reported to PeopleSoft through Customer Connection and/or requests for services from
PeopleSoft need to be coordinated through the central GMIS Support Team. Our Problem Reporting
system includes references to PeopleSoft case numbers and resolution ID's. State agency staff and
implementation partners are provided with PeopleSoft Customer Connection ID's so that
communication with PeopleSoft regarding this project is linked to the State's customer number.

3.2 HRMS Rollout

PeopleSoft HR and Benefits modules are managed by the State Personnel Department. Rollouts
begin with the completion of the functional training module.

3.3 Procurement Rollout

PeopleSoft Purchasing module is managed by IDOA-Procurement Division. Rollouts begin with the
completion of the functional training module.

3.4 Financials Rollout

PeopleSoft Financials modules are managed by IDOA-Division of Information Technology (DolT.)
State agencies can choose the GMIS Team or any of the 4 outside vendors as their implementation
partners. Implementation requires that the state agencies and their implementation partners to
compare their processes with the PeopleSoft Financial modules to determine a direct fit, the need for
internal Business Process Reengineering their processes, or using the Change Control Process to
determine if changes would benefit the state.
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Chapter 4. Development Standards

The following sections detail procedures and standards for developing and modifying PeopleSoft
objects, organized by object type. The intent for these standards is to help prepare for future
upgrades, enhancements, and problem resolution. Please refer to the associated PeopleTools
reference guide for more complete instructions on using/modifying a particular PeopleSoft object.

4.1 Development Process

Repeated throughout this section is a brief outline of the Development Process for each type of
object. The key components that apply to every new development or modification project are:
1. Develop or modify ONLY in the FSDEV/HRDEYV database.

2. Document changes

3. Following successful testing in the FSDEV/HRDEV database, submit a Migration Request
(use the Issues database) to have the object moved by the Change Control Administrator to
FSQA/HRQA for system integration testing.

For more information on Change Control and the migration process, see Chapter 7 of these
Standards and Procedures.

4. Following successful system testing in the FSQA/HRQA environment submit a Migration
Request (use the Issues database) to have the object moved by the Change Control
Administrator to the production environment, FSPRD or HRPRD, and the training database,
FSTRN or HRDVL.

4.2 Module Identifiers

The following module identifiers are used as part of the naming convention for various internal and
external objects:

Application Identifier | Module
HRMS HR Human Resources
BN or BA | Benefits Administration
PY Payroll
TL Time & Labor
Financials AM Asset Management
AP Accounts Payable
AR Accounts Receivable
BD Budgets
Bl Billing
GL General Ledger
GM Grants Management
IN Inventory
OM Order Management
PO Purchasing
PC Projects Project Costing

4.3 Projects

For objects that need to be migrated from one instance to another that is a part of a fix or
customization, follow these naming standards:
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e For fixes delivered by PeopleSoft, the project name should be identical to the name of the
PeopleSoft fix.

e For customized objects, the project name should adhere to the GMIS naming standard of
SOlaa**** as follows:

SOI Initial 3 characters to indicated a State of Indiana modification
aa PeopleSoft module identifier (for example, HR, GL, AP, PO, etc.)
**%%  The "GMIS Issues Database" issue number

4.4 Record & Field Definitions

The terms record and table are used throughout PeopleSoft applications and are interchangeable.
The Application Designer is used to create record definitions for every user-defined record or table
in the system. The terminology is different in SQL. DBMS Structures known as tables and records in
PeopleSoft are all called tables in SQL. Tables contain rows that are individual data records. Rows
contain columns that are called fields in PeopleSoft.

4.4.1 Naming Conventions

Record and field names should follow PeopleSoft standard abbreviations to lend consistency
throughout the application design. For a complete list of PeopleSoft Naming conventions and
abbreviations, please refer to PeopleSoft’s document, Development Tools, “PeopleSoft Naming
Conventions”.

Record Prefix — preface all State of Indiana-created records be with ‘SOI .

Record Suffix — all State of Indiana developed tables should have a suffix following the PeopleSoft
naming conventions:

Suffix Record Type

~_DVW dynamic views

_FUNCLIB XXX  function library

- SBR subrecords

~SBP sub-panel records

~ SRCH search record

_TBL edit and prompt tables

~TMP temporary records

VW views

_Qvw query views

_WRK tables that are updated as a result of a process (i.e.,
to hold output from one SQR to use as input to
another SQR

Tables —name all new State of Indiana tables identically to the record name (using PeopleTools,
Application Designer, and Change Record Type). Resulting tables will have an ‘SOI ’ prefix.
Fields — preface all new State of Indiana specific fields prefaced with 'SOI ', even if the record was
shipped with the PeopleSoft software. This will prevent overlap with new fields delivered in an
upgrade to a new version of PeopleSoft.

4.4.2 Documentation

Use the Record Properties dialog box (File, Object Properties) to document changes to record
definitions. Comments should indicate the name of the table, brief description, and a log of
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adjustments made to the record. The log includes a modification number, date, description, and the
Name of the developer.

If changes to PeopleCode are made, reference the PeopleCode program in the description using the
syntax PC-XXX, where XXX refers to the standard 3-digit PeopleCode abbreviation. For example,
PC-SED would refer to the Save Edit PeopleCode program.

4.4.3 Development Process

1.
2.
3.

Develop/modify record in the FSDEV/HRDEYV database.
Document changes as described above in the Record Properties dialog box.

For new records, run Create Table and Execute SQL now... from the Build, Current Object
menu of Application Designer.

For modified records, create a SQL script file for each record and forward to the DBA to be
run (generally after production hours). Use the name of the record for the script filename. For
example, ps_state tax tbl.sql.

Build ]|
Build Scope Build
PO_HDRA

Cancel

Pl

Settings...

— Build Options
[T Create Tables
¥ Create Indexes

— Build Execute Optionz
& Build script file
" Erecute SOL now
" Execute and build script

Following successful testing of the record in the FSDEV/HRDEYV database, submit a
Migration Request (use the Issues database) to have the record moved by the Change Control
Administrator to FSQA/HRQA for system integration testing.

For more information on Change Control and the migration process, see Chapter 7 of these
Standards and Procedures.

Following successful system testing of the table in the FSQA/HRQA, a similar migration will
be made to the production environment, FSPRD or HRPRD database, The DBA will execute
the script for creating the SQL Server table.

4.4.4 Notes and Other Considerations

4.4.4.1 Records

e Ifyou rename a record or field, the change is also made automatically in PeopleCode. If
you delete a record or field, the change is NOT automatically reflected in PeopleCode.
You should manually delete all People Code references to the field or record. (Note: Do
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this PRIOR to deleting or changing the record or field.) To find out where a field is used
in PeopleCode, you need to look at two cross-reference reports. First look at report
XRFFLRC (Cross Reference -- Fields and Records) to see which records contain the
field. Than look at report XRFFLPC (Cross Reference -- Fields Referenced by
PeopleCode Programs) to see if the target record and field are referenced in PeopleCode.

Do not SQL Table-create the following types of record definitions:

. Views or search records (suffixes VW and SRCH). Search records really are views; a

view is not a physical table, and should not become one.

The DERIVED record. This special working storage record is not a physical table.
The EMPLOYEES record is a special table used for reporting purposes and is created
and refreshed via an SQR.

The JOB record is very important and very delicate. Treat it with extreme care if you
need to modify it.

Views

All views should be created through PeopleSoft and adhere to naming standards. This is
true even if the view will not be used to access information through PeopleSoft.

If an Alternate Key is designated on a field in a VIEW Record Definition the same
designation must be made on the associated table Record Definition (i.e., * TBL).

Derived Records

The DERIVED record is special. Think of it as working storage for your current session.
It is used for temporary variables that do not need to be stored and for totals fields that
should be dynamically derived to always be up to date.

Do not add derived fields to the PeopleSoft Derived record definitions (i.e.,
DERIVESOI BEN, DERIVESOI PAY, DERIVESOI HR. New derived records will be
created for this purpose: DERIVESOI BEN A, DERIVESOI PAY A.) This guideline
will simplify the upgrade process.

Do not add new Functions to the PeopleSoft Function record definitions (i.e.,
FUNCTLIG_HR, FUNCLIB_PAY). New Funclib record definitions will be created for
this purpose: FUNCLIB HR A, FUNCLIB PAY A. This guideline will simplify the
upgrade process.

When you need to create a totaling field, put it on the derived record. Look at the
DERIVED record to see what PeopleCode needs to be added for the field.

Xlattable

The Translate Table (PSXLATTABLE) is a system edit table that stores codes and
descriptions for fields that do not warrant a separate table of their own. Fields on the
Translate Table should be non-key fields. Be sure to turn on the Translate Table check
box in Application Designer.

A field that has only two values such as yes/no or true/false should be specified as a
YES/NO field in Application Designer. Do not put it on the Translate Table.

To highlight changes to translate table made by The State of Indiana, use an effective
date of 01/02/1900.
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Fields

In Application Designer, if you define a field as required, it means the field cannot be
blank or equal to zero. All numeric or signed numeric fields automatically default to zero,
you do not need to specify the zero. To SQL, required means the field cannot be null.

New Fields must be added to the end of the record definition if at all possible. This
practice simplifies the altering of tables in common database environments.

If you need to change a field type from number to signed number or vice versa, you can
do it using the Change...Type in Application Designer. Any other changes to field type,
such as number to character, must be done the hard way--delete the number field and add
the character field. If you use the same field name for both fields, you will have to save
the record after deleting the old field and before adding the new field.

Use DESCRLONG type fields sparingly or not at all. These are tough to move.

Do not change PeopleSoft Field Lengths unless absolutely necessary. A database SQL
script file containing DROP, CREATE, LOAD, etc. database commands would need to
be produced, maintained, and upgraded for each table in which the modified field
appears.

Do not designate record fields as LIST items unless absolutely necessary. When LIST is
checked for a field that field will be stored and maintained in all primary and alternate
indexes associated with the record. This action not only increases the storage space
required for each index but also degrades performance in common database
environments. Adding new LIST fields to high volume tables (i.e., PERSONAL DATA)
should be scrutinized carefully.

If there is a standard PS field you want to remove from a record or panel, leave the record
as it is and take the field off the panel. Be sure to examine the panel for related display
fields, invisible fields used for PeopleCode related to the removed field, etc. You need to
clean up these anomalies or the panel may not work properly.

EFFDT has special characteristics:

When you use F7 (Insert) to insert a new effective-dated record on a panel, the system
automatically copies the data from the prior record to the current record, to give you a
starting point for the new records.

It affects which records you can view and/or update depending on which update action
you choose (Update/Display, Update/Display All, Correction).

All Effective Dates should be keyed/Descending.

Panel Definitions

4.5.1 Naming Conventions
All State of Indiana created panels should be prefaced with ‘SOI’.

4.5.2 Documentation

PeopleSoft does not allow for internal documentation for panels. Panel documentation will be
performed in the Issues database outside the PeopleSoft application.
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4.5.3 Development Process

Development and/or modifications occur only in the development environments: FSDEV and
HRDEV. See Chapter 7: Change Control Standards for additional details on the development,
testing, and migration procedures.

4.5.4 Notes and Other Considerations

If an existing panel is modified, use ‘SAVE AS’ to create a ‘prior version’ of the existing panel. For
example, ‘SAVE AS’ panel JOURNAL ENTRY'1 to JOURNAL ENTRY1 01 where ¢ 01’ is the
version.
In PeopleSoft terminology, fields associated with panels have different levels. Level 0 fields are
above all scroll bars on a panel. Level 1 fields are controlled by the first scroll bar. Level 2 fields are
controlled by the second scroll bar and so on. On a panel with multiple scroll bars, each level should
use a different record, except that Levels 0 and 1 can sometimes use the same record (i.e., only in
cases where there is EFFDT).
When you design a panel, the key fields from the dialog box should be placed at the top of the panel
(level 0) as display-only. The search record determines which fields are displayed in the dialog box
preceding a panel.
A scroll bar controls all fields below it in the order list, except for another scroll bar or a push-
button. Thus, only another scroll bar or a push-button can turn off the effect of a scroll bar.
A field from another record can be displayed on a panel, but you must relate it to another field on the
panel. Mark the control field as a Display Control Field and the related field as a Related Display
Field. For example, if DEPTID is on a panel and you want to also display DEPTNAME from the
DEPT TBL, you would mark DEPTID as the Display Control Field and DEPTNAME as the
Related Display Field (related to DEPTID).
If you delete a field from a record, remember to delete it from the panel.
Pay close attention to radio buttons on new or modified panels. Changes to the underlying values in
the prompt table or translate table will require modifications to all panels on which the radio buttons
appear.
Panels based on Record Definition VIEWS (i.e., * VW) must contain display only fields.
To ensure that the organizational security parameters are enforced for all related panels, new panels
that access sensitive data like employee data should use one of the search views provided by
PeopleSoft as the Search Record. Examples of these search views are:

PERSONAL SRCH

EMPLOYMENT SRCH

EMPLOYEE CO SRCH
Employee Record # (EMPL_RCD#) is part of the key to many records in PS Financials and HRMS.
The field is invisible on all panels unless you turn on the Multi-Job check box on the PeopleTools
Options Panel.
If employees can only have one job at a time, you should leave the Multi-Job check box turned off.
This means that EMPL_RCD# for each employee will be zero, which is as it should be.
Note: When any existing PeopleSoft object is modified, the original object should be saved under its
original name with a suffix of 01 to indicate that it is an archive. Use the ‘SAVE AS’ feature within
PeopleSoft.

4.6 PeopleCode

PeopleCode development will usually occur in conjunction with record and/or panel development
and modification. PeopleCode programs are triggered by either an Application Processor event or by
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a user action. The programs can be accessed through Application Designer, Panel Designer, or Menu
Designer.

4.6.1 Naming Conventions

PeopleCode program names follow the following format:
recordname.fieldname.event_type.

By following naming conventions for Record and Field definitions, PeopleCode programs will also
follow naming conventions by default.

4.6.2 Coding Standards

The PeopleCode Editor automatically formats the PeopleCode programs so there is no need to
format code.

No PeopleCode should be modified or deleted. Instead, if the functionality is to be changed or not
performed, comment the code using the documentation standards below.

4.6.3 Documentation

Document modifications to PeopleCode via comments surrounding the modified code. The record
definition descriptive text box should also be updated to reference the changes.

/* SOI-FS Begin 06/04/1999 Mark Walker SOIP0340 */ Naming convention uses
/* Replaced get last id function with new parameters * GMIS Issues Database
/* get last id(&FIELD SIZE, BUSINESS UNIT, &PO ID);  */ o

/* =/ |D Copy original code.

get last id(&FIELD SIZE, BUSINESS UNIT, &PO ID,
&SOI_PO _ID BY); - -
/* =, | 1. Make modifications to
/* SOI-FS End 06/04/1999 Mark Walker SOIPO340 */ copy Only‘

2. Comment original code.
3. Document changes

4.6.4 Development Process

Follow the development process for record and panel definitions. PeopleCode modifications do not
require SQL changes.

4.6.5 Notes and Other Considerations

Preface PeopleCode changes with ‘SOI’. This provides what should be a unique text string to use
when searching PeopleCode. Use it to locate all modified code from the Edit, Find in PeopleCode
dialog box in Application Designer.

Do not initialize fields to hard-coded values in new or modified PeopleCode programs. The
'SetDefault()' function should be used instead.

The panel name (%panel) should govern the execution of all new or modified PeopleCode thereby
avoiding unintentional execution. If one field from a record (except for related display fields)
appears on the panel being processed by the Panel Processor all Row Level PeopleCode (i.e., Row
Init, Save Edit, etc.) will execute automatically.

When coding PeopleCode on a Run Control record, surround the logic with an evaluate statement
that forces the code to execute only when in the appropriate panel group. Otherwise, the code will
fire for any panel group that references the record, whether the particular field is on the panel or not.
This often results in inappropriate messages displayed to the user. For example:
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“JiApplication Designer - Untitled - [RUN_CNTL_AP (Reco-[IS|iEd |vigd ISl [2Y el e | oo R Jes=) D s st ol |80 | P =1 S |

DEiIe Edt “iew |Insett Buld Tools Go Favortes ‘Window Help _Iﬁllﬂ
DlzBle] 8 #l=e| s = EIE A=)
= BUSINESS_UNIT ~| |FieldE dit .
‘ Untitled I = JI J
Evaluate %PanelGroup
When = PANELGROUP.RUN_APY3010
If None (EUSINESS_UNIT) Then
MessageBox (64, ", 7400, 1, "Busziness Unit iz required.™);

End-If;
End-Evaluate;

- A —

T B, Fmitne Raewwm L lmgek fu Fmae h validate /
Ready |FSPRD APPSF|CAP [NUM | [READ

RowSelect PeopleCode can only reference the field on which the PeopleCode is placed. If other

fields need to be referenced the PeopleCode should be split among those fields that need to be

referenced.

If a change is made to a SQLExec statement, copy the entire statement, comment out the original,

and modify the copy.

SQLExec statements should not include the same bind variable (i.e., :1) more than once.

4.7 Queries

PeopleSoft supports both Public and Private Queries. The difference is visibility. Private Queries are
visible only to the operator ID that created them; Public Queries are visible to all operators with
appropriate security. Private queries are difficult for the GMIS Team to support.

4.7.1 Naming Conventions

Public Queries will follow a naming convention of SOIXX***as follows
SOI  Initial 3 characters to indicated a State of Indiana Public Query
XX  PeopleSoft module identifier
**%  The next available sequential number for that module ID. The developer will search
the existing Query names in the all application environments to determine the next available
number.
Syntax: SOlaannn
SOI  specifies State of Indiana SQR
aa application module code
nnn  report type sequence number
When any existing PeopleSoft queries are modified, the original query should be saved under its
original name with a numeric suffix (_01) to indicate that it is an archive. Opening up the query
and selecting the Save As option does this. Note that any crystal reports referencing the query
must be updated also.
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4.8 Message Catalog

The Message Catalog is maintained in PeopleTools using the Utilities window.

Each Message Set is given a description and a short description. Each message created within a
Message Set is assigned a Message Number and can be up to one hundred characters in length. A
scrollable field is used to enter the message text. If the text of the message is changed in the Message
Catalog, the text of the message will change when it is received on-line in PeopleSoft. New
messages can be added to an existing Message Set by using a Row Insert (F7). PeopleCode
automatically assigns the Message Number.

When errors are produced, an Explain push button is displayed with the message. Selecting the
Explain push button displays a long description of the error. The explain text is also retrieved from
the Message Catalog.

PeopleSoft reserves Message Set numbers under 20,000. If any messages are added or customized in
Message Sets under 20,000, they will likely be overwritten during an upgrade. The customizations
can be applied again after the upgrade if desired. When creating or modifying messages in the
Message Catalog, it is better to create a new Message Set by selecting the action Add Message Set.
Message Sets 20,000 - 29,000 are available for use. These will not be overwritten during an upgrade.
The maximum number of messages within a Message Set is 32,767.

All of the messages in the Message Catalog can be printed out using the delivered SQR program
TLSMSG.

4.8.1 Numbering Conventions

Reserved Message Sets for In-house developed applications:
PeopleSoft HRMS

20,000-20,99 | Human Resources Message Sets

21,000-21,999

22,000,22,999

23,000-23,999 | Benefits Message Sets

24,000-24,999

25,000-25,999 | Time & Labor Message Sets

26,000-26,999 | Payroll Message Sets

27,000-27,999

28,000-28,999

PeopleSoft Financials

20,000-20,999 | Financials Message Sets

21,000-21,999 | Reserved

22,000-22,99 | General Ledger Message Sets

23,000-23,999 | Projects Message Sets

24,000-24999 | Accounts Payable Message Sets

25,000-25,999 | Inventory Message Sets

26,000-26,999 | Purchase Order Message Sets

27,000-27,999 | Asset Management Message Sets

28,000-29,000 | Accounts Receivable & Billings Message Sets

Budgets Message Sets

4.8.2 Notes and Other Considerations
none yet.
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4.9 Other PeopleTools Objects

Other PeopleSoft tools objects include:
Help
Mass Data Change
Menu
Process Scheduler
Security
Tree

4.9.1 Naming Conventions
Where applicable, State of Indiana developed objects should be prefaced with ‘SOI’

4.9.2 Documentation

PeopleSoft does not allow internal documentation for most tools therefore it is important that each
application be documented externally in the Issues database.

For any other object that is not complete in and of itself, like PeopleCode, it should be required that
any changes be highlighted via comments. For instance:

/‘k***************‘k********************************/
J* === begin, MM/DD/YYYY, Developer, SOT####
/*Brief description of change

changed code here
J* ———— end, MM/DD/YYYY

/* ************************************************/

In cases where there i1s one location for comments:
Modifications Log

Date By Description
02/05/1998 Developer Name SOI####, new object
02/20/1998 Developer Name SOI###4#, changed sort order

4.9.3 Development Process

Development and/or modifications occur only in the development environments: FSDEV and
HRDEV. See Chapter 7: Change Control Standards for additional details on the development,
testing, and migration procedures.

Do not delete PeopleSoft menu items. The security administrator will activate/de-activate these
items via operator and/or/ class security.

4.10 Crystal Reports

Crystal Reports is a Seagate software product used by PeopleSoft in conjunction with the PS Query
tool to generate reports. Generally, Crystal reports are run on demand by functional users and for
relatively simple reports or for reports that require special formatting.

4.10.1 Naming Conventions

Crystal reports should follow the same naming convention as SQR programs. See the application
code table in the SQR/SQC Development Standards section.
Syntax: SOlaannn.rpt

SOI  specifies State of Indiana SQR

aa application module code

nnn  report type sequence number

pt standard crystal report extension
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The first eight characters of the *.RPT file must match the first eight characters of the associated
query to direct the output of a query to the crystal report.

Query name syntax: <crystal name without suffix>-<Report Name>. There should be no spaces
around the hyphen.

4.10.2 Documentation

Crystal provides a location for documenting file information. Select File, Summary Info to open the
Document Properties dialog. Use the Comments text box to document modifications to the report. In
the change log, include the modification number, date, and a brief description of the modification.
Document Properties

Summary | Statistics |

Application: Crystal Feports for PeopleSoft .o .
Enter this information when

AR [Dave Dufieid the report is created
K.eywords: I

Comments: |Created: 01/16/1338 =]
GQuen: ¥ MYQUERY
Change Log: P 1 1
bod: 000D, 02/04/1396 < Record modifications
Descr: changed column heading _:! hovra
Title: I
Subject: I
Template: I

QK I Cancel | Help |

4.10.3 Output Standards

Where appropriate, Crystal report heading should follow the general format of SQR report headings.
Column headings should:
e be mixed case in the same font/size as the report detail

e be BOLD

¢ include a bottom border

e be justified to match data justification

e use abbreviations consistent with other reports and panels

e Subtotals should be separated by a single line, grand totals by a double line.

4104 Development Process

7. There may be two components to the development or modification of Crystal reports:
Developing both the report itself as well as the PS Query upon which the Crystal report will
be based. Just as with any other development activity, initial work will be done in the
FSDEV/HRDEYV environment.

8. Ifavailable, copy a model Crystal report and PS Query from the production directory on the
LAN file server to the appropriate FSDEV/HRDEYV directory using the naming convention
identified above for the file.

9. Develop/Modify the query and/or report.

10. Successfully unit test in FSDEV/HRDEV.
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11. Following successful testing in the FSDEV/HRDEV database, submit a Migration Request
(use the Issues database) to have the query and report moved by the Change Control
Administrator to FSQA/FSQA directory for system integration testing.

For more information on Change Control and the migration process, see Chapter 7 of these
Standards and Procedures.
12. Following successful system testing in FSQA/HRQA, a similar migration will be made to the
production environment, FSPRD or HRPRD.

4.11 SQR/SQC

SQR is a procedural 4GL report generator for SQL-based relational databases. PeopleSoft uses SQR
programs for reporting as well as database manipulation. SQR programs are created and modified in
any text editor and reside on the LAN file server. This allows the option of executing an SQR on the

application server (Server SQR) or the client workstation (Client SQR). This requires storing
identical SQR programs in two different locations and selecting the appropriate execution option

within the PeopleSoft Process Scheduler.
There are a number of file types associated with SQR programs as described below.

Extension

Description

LIS

The SQR report file. The filename defaults to the name of
the SQR.

LOG

Contains all information such as errors and display
statements that is output to the terminal during the
execution of the SQR program. File SQR.LOG will be
created when the SQR is run on the workstation or NT
server. SQR.LOG is overwritten each time an SQR
program is executed in the Window environment.

.MAX

ALLMAXES.MAX is a file used to increase default SQR
memory allocation parameters. This file is specified
with the -M flag.

.SQC

Contains common procedures called by multiple programs.
Use #include ‘SQCfilename’ to include SQC in SQR
program.

.SQR

Main SQR program.

4111 Naming Conventions

SQR programs will follow a naming convention of SOIXX***as follows
SOI  Initial 3 characters to indicated a State of Indiana modification
XX  PeopleSoft module identifier listed in section 4.11.2.
*#%  The next available sequential number for that module ID. The developer will search
the existing SQR names in the Development environment (FSDEV or HRDEV) to determine
the next available number.

HRMS
HR Benefits Payroll Time & Labor
SOIHR*** SOIBN*** SOIPR*** SOITL*™*
Financials

| Asset Management | Billing | Inventory | Purchasing
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| SOIAM*** | SOIBI*** | SOIIN*** | SOIPO***

Accounts Payable Budgets Order Management | Projects

SOIHR*** SOIHR*** SOIHR*** SOIHR***

Accounts Receivable | General Ledger

SOIAR*** SOIGL***

4.11.2 Coding Standards

Standard, consistent coding practices make a program easier to interpret and debug. The following
styles should be used when creating a new SQR:
e Comment block with program name, function, prompts, tables, and modifications log.

Section ordering should follow:
ownership block

general defines

setup

Begin-Report

S oo oo e

Begin-Heading

—

functions - general functions followed by support routines
includes

° %..

Procedure names should follow Verb-Noun format as appropriate.

e Procedures should include a header block and include the procedure name and a
description of the procedure.

e Indentation standard is four (4) characters.
e Comments for code should be placed on separate lines above the lines of code.
e Precede each section and procedure with two blank lines.

A sample SQR program can be found in Appendix B.

PeopleSoft documents “SQR Style Guide” and “SQR Tips & Techniques” should be referenced for
additional information. PeopleSoft document “PeopleTools SQR Services (SQCs)” outlines common
procedures in the delivered SQCs.

4.11.3 Documentation

Add a comment box to the top of the SQR. The comments should indicate the name of the SQR, the
title (if the SQR is a report), brief description, and a log of adjustments made to the SQR. The log
includes an item number, date, and description. For example:
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! Report Name : SOIHRO01.SQR - Employee Reviews !
! Author : Charles Schouman !
! Creation Date : 01/16/1998 !

! Program Desc: This report lists employee reviews due within the !
! next six months . !

! Prompts: Location, Department !
! Sort Options: Location, Department, Manager, Employee. !

! Tables Referenced: !
! SELECT : PS_EMPLOYEES !
! PS EMPLOYEE REVIEW !

! Modifications : !
! Ver Date By Description !

' 01 01/16/1998 C. Schouman new report !
! 02 02/03/1998 C. Schouman SOIHR1037:revised select criteria !

Code modification should also be documented within the body of the program. Surround
modifications with comments including the modification number, date, and a brief description to that

particular change. Do not delete any code, comment it out. For example:

I ———— begin 02/04/1998, C. Schouman, SOIHR1037.

! following if statement no longer needed

'if ga.empl)status <> 'A'

! goto skip-rec

lend-if

R end 02/04/1998.
Note that this state-developed SQR gets its name of SOIHR001.SQR from the Naming Convention
detailed previously (it was the first of the state-developed sequentially numbered) while the
modification within this SQR gets its name from the "GMIS Issue Number" that it is tied to (in this
case Issue # 1037).
A version number should be established for each SQR using a defined constant at the top of the
program. The version number will be appended to the $ReportID field and displayed in the header of

the report. For example:
#define version ‘01’

Init-Report
move ‘SOIHROO01.SQR-' to S$ReportID
concat {version} with $ReportID

The version number should be incremented for each new version of the program moved into
production.

411.4 Output Standards

SQR programs can generate two types of output files: reports and logs. Reports are generally the
primary deliverable of an SQR program, they fulfill a reporting requirement. Log files are also
created whenever an SQR program is executed. Log files are helpful in diagnosis and problem
resolution - they can show program progress and display key variable values.

4.11.4.1 Reports

Report headings should utilize one of the STDHDG##.SQC include files to generate consistent,
standardized report headings.
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4.11.4.2 Logs

List program name, begin time, key milestone paragraphs, key variables or counts as appropriate,
error/warning messages, and the end-time. The SHOW command is most versatile for displaying
constants and variables in the same command, Be careful when displaying information from within
a loop or frequently called procedure.

4115 Development Process
13. Copy model SQR from the production SQR directory on the LAN file server to the
appropriate FSDEV/HRDEYV directory using the naming convention identified above for the
file.
14. Develop/Modify the SQR.
15. Successfully unit test in FSDEV/HRDEV.

16. Following successful testing of the record in the FSDEV/HRDEYV database, submit a
Migration Request (use the Issues database) to have the SQR moved by the Change Control
Administrator to FSQA/FSQA directory for system integration testing.

17. For more information on Change Control and the migration process, see Chapter 7 of these
Standards and Procedures.

18. Following successful system testing of the SQR in FSQA/HRQA, submit a Migration
Request (use the Issues database) to have the SQR moved by the Change Control
Administrator to the production environment, FSPRD or HRPRD.

19. Also move, via FTP, the program to the SQR directory on the database server. Version
control will be administered in the LAN directory structure, so there is no need to keep
multiple versions of the program on the database server.

4.11.6 Notes and Other Considerations
e SQR programs must always be API aware in order to update the Process Scheduler
properly.
e "ARRAY" processing is the preferred method for obtaining, manipulating, and reporting

data from tables of less than 200 rows that will be used in subsequent processing of larger
volume tables.

e Non-SQL lines are indented at least 2 characters.

e The order tables are referenced in SQL statements can have significant impact on
performance. If you experience performance issues, review the SQL statement with a
DBA for improvement suggestions.

e Reference PeopleSoft documents “SQR Style Guide” and “SQR Tips & Techniques” for
additional information.

4.12 COBOL

It is the intent of the State of Indiana applications development team to avoid all COBOL
modifications except for PeopleSoft-delivered changes with tax updates or fixes.

4121 Naming Conventions
Follow the same naming convention as SQR programs.
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4.12.2 Coding Standards

Follow the same coding standards as SQR programs.

412.3 Documentation
Follow the same documentation procedures and formats as SQR programs.

4124 Development Process

Follow the same development process as SQR programs.
Move programs files into production from the PeopleSoft Development Projects Database.

4.12.5 Notes and Other Considerations

Be sure and compile and link-edit all Cobol programs on the database server after moving new or
modified source
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Chapter 5. Testing Standards

5.1 Introduction

This chapter discusses the various types of testing that are performed as part of the
development and maintenance of the GMIS/PeopleSoft environment. References to various
testing requirements will also be found in Chapter 3: Application Development as well as
Chapter 7: Change Control.

5.2 Types of Testing

There are four general types of testing that are covered by this standard. In order of
increasing complexity, they are:

5.2.1 Unit Test

A Unit Test targets a single component of the application such as a panel or a report. It is
conducted by the developer as the creation or maintenance work proceeds and may be
repeated a number of times as necessary. Other people, including users, may be involved at
the discretion of the developer.

5.2.2 System Integration Test

This testing activity confirms the functionality of the single unit and its interaction with the
other modules. This is generally "bottom up" testing from the point of the modification
expanding through the rest of the related or impacted system components. This area covers
the full range of possible test scenarios from Unit Tests all the way to User Acceptance Tests.

5.2.3 User Acceptance Testing

Here the users determine if the delivered functionality meets the requirements they provided
originally. The user sign-off authorizes the move of the component from the Testing
environment to Production.

5.2.4 Volume / Load / Stress Testing

During major system changes or in the event of major hardware changes, just testing for
functional correctness may not be enough. It may also be necessary to test the effect on the
operation of the system of production levels of activity, i.e. many, perhaps hundreds, of users
entering data into the system at the same time. This will be done using whatever tool set
DOIT has selected for capturing data, executing the transactions and analyzing the results.
The current tools for use are listed in Appendix ??.
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5.3 TestPlans

Nearly all development and maintenance activities or projects should include a Test Plan
with many of these components:

Test Overview - The type of test to be performed (see 5.2 above) and the elements (panels,
programs, modules or entire systems) to be tested.

Test Process — The selection and organization of the test transactions/data needed to perform
the test. This will include the selection of any tools to be used for the recording and playback
of scripts, the selection of other resources, both personnel and hardware, if data is to be
entered manually during the test.

Tools to be Utilized — If electronic tools are to be used, usually to perform a stress test on a
complete system, the tools and any parameters used with them should be noted.

Resource Requirements — The resources, both in personnel and hardware, that will be needed
to perform the test and an estimate of the time required.

Roles and Responsibilities - The primary people involved in preparing for and conducting the
test and their assigned tasks.

Test Scripts — If scripts are used, a listing of the functions/transactions that need to be tested
and the format to be used in preparing the scripts.

Measurement of Test Results - If electronic tools are used, this section should specify the
electronic reporting and monitoring functions that will be used.

Error Processing — A log of errors occurring during the test should be kept. The corrections
to the problems should be noted on the log, as the problems are resolved.

Status Reporting — A final report, perhaps following various interim reports, that specifies the
final success or failure of the test and the proposed next step (depending on the level of the
testing and the result).

5.4 “Application Coverage” of the Testing

Since time and staff resources are frequently expressed as limitations on testing, it's
important for the user and the developer to identify those components that are of the greatest
risk for either critical business function or more likely to fail based on experience with the
application. The retention of previous test scripts and the use of an automated testing tool
will help in expanding the coverage available for all testing processes.

5.5 Testing Tools

Testing tools will be utilized whenever needed and should include facilities for:

e Recording and executing test scripts

e (Generating volumes of transactions from scripts
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Tools for analysis of application coverage -- how much of the application program logic has
actually been exercised in the test.

5.6 Test Management
The testing process will also be managed to ensure that

e Appropriate testing was performed
e Positive and negative results were recorded and any problems resolved
e Business users and technical staff sign-off on the successful completion of the testing

5.7 Volume Testing

5.7.1 Test Overview

Volume testing will be performed on the PeopleSoft system to determine the system’s ability
to process data, interface with the user and maintain user acceptable response times. Volume
Testing will be accomplished using a pre-defined set of tools to collect and monitor system
performance, generate batch-processing activity and simulate users interfacing with
PeopleSoft applications.

5.7.2 Project Assumptions
The success of the project will be based upon the following key factors:

e A stable testing environment
e Access to the available testing tools

e Learning curve associated with usage of the testing tools if needed

5.7.3 Test Process
The Volume Test process will involve the following:

Specification of the testing methodology:

e Development of testing scenarios

e Development and testing of the script templates

e Development of documented procedures

e Identification of resources needed to conduct the testing

e Configuring the testing tools to the current environment
System set up for volume testing

Volume testing of system
Documentation of the end results

Compilation of the test metrics
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Creation and maintenance of an issues log

Problem Reports (generated as a result of testing)

5.7.4 Role and Responsibilities

5.7.4.1 Project Lead
Ensure delivered to schedule, budget & quality

Regularly review Testing progress
Manage issues/risks relating to System Test Team

Provide resources necessary for completing system test

5.7.4.2 Test Planner
Produce High Level and Detailed Test Conditions

Produce Expected Results

Report progress at regular status reporting meetings

Co-ordinate review & signoff Test Conditions

Manage individual test cycles & resolve tester queries/problems

Ensure test systems outages/problems are reported immediately and followed up
Technical Support

Provide support for hardware requirements

Provide support for Test software

5.7.4.3 DBA
Provide and support Test Databases

Testing Scripts

These scripts will reflect the actual processing done by a typical end user within the
application. The scripts will be developed by the end users and reviewed by the technical
team for accuracy.

5.7.5 Scripting Standards

The following information will be required when building a testing script:
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e Test Name

e Concise objective should be defined

e Direct navigation to the process to be tested

e Input of the correct information to produce known results
e Testing Scenarios

e Tests will be conducted to reflect actual processes that will be carried out routinely by
typical end users.

5.7.6 Measurement of Test Results

Measurements will be taken for performance analysis of the system to determine which
processes are the most resource intensive in order to identify any bottlenecks that might be
present. The areas of the system that will be specifically targeted during the testing process
are:

e The Client
e Application Server
e Network

5.7.7 Database

Measurements will include the actual processing time for a given set of processes against a
standard benchmark. The benchmark will comprise of the execution time for the process as
well as benchmarks for resource utilization (CPU Usage etc). An example is illustrated
below.

Number Name of Processing Database CPU

of Users Process Time Usage

10 Applicant 1.5 HRDVL75 50 %
Hire Minutes

5.7.8 Error Processing

Actual results will be measured against expected results in order to eliminate the probability
of errors. Errors that are present will be recorded as they are detected using forms for error
reporting. Errors will be categorized as follows based upon the nature of their severity.

e (ategory A - Serious errors preventing the volume test for a particular function
e (Category B - Errors relating to missing data

e (Category C - Errors that are minor in nature that do not prevent or hinder functionality

5.7.9 Error Resolution

The turnaround time for error resolutions will be based upon the severity and nature of the
error. Errors categorized as Category A should be turned around within 1 day while Category
B and Category C should have turn around times of 2 and 3 days respectively.
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5.7.10 Network Performance

Network performance will be gauged to determine the total network utilization by the test
processes for comparison reports in order to see the processes the most resource intensive.
This will be achieved by using any currently available network performance measurement
tools.

5.7.11 Database Performance

The speed with which the SQL (Select, Insert, Update and Delete) is executed on the
database for each process needs to be measured. This can be done using the available
Platinum tools. The metrics will then be used to determine any areas of the application that
might need tuning in terms of database performance.

5.7.12 Status Reporting

Test preparation and testing progress will be formally reported during the weekly
Infrastructure Status Meeting.

5.8 User Acceptance Test

5.8.1 Test Overview

Acceptance testing will follow all Unit and System Integration testing. Acceptance testing
can range from a full system wide test to the testing of a specific subsystem. The purpose is
to verify to the customers satisfaction, and usually using the customer’s people to do the test,
that all changes and/or new features fully meet the specifications that were agreed on in the
planning phase of the project. If the acceptance test is successfully completed, the customer
will ‘sign off” on the system as ready to move into production.

5.8.2 Project Assumptions
The success of the test will be based on the following key factor:

e That all new or changed system functions work as specified in the planning documents

and that no other system functions have been inadvertently changed.
o Test Process
e Roles and Responsibilities
e Testing Scripts
e Measurement of Test Results

e Error Processing
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5.9 System Integration Test

5.9.1 Test Overview

This level of testing will usually follow one or more successful Unit Tests. It will test the
interaction of the new or changed unit(s) with the other (unchanged) parts of the whole
system. This test will usually be conducted by manual data entry by the users who normally
do these functions.

5.9.2 Project Assumptions
The success of the test will be based on the following key factor:

e That the list of all interactions to be tested is complete.
e Test Process
The System Integration Test will involve the following:

e Development of a comprehensive list of functions/transactions/batch processes to test.
e Selection of personnel familiar with these activities to do the testing.

e Selection of the specific activities to be tested, including the transactions, the document
ID to be worked on (if already in the system) or the documents/reports/etc. to be
created.

¢ Identification of any procedures that need to be modified as a result of the change or
addition to the system. Including a tentative revised version to be used in the testing.

e Documentation of the expected results of the data entry and various processes run during
the test. These will be compared to the actual results.

e Creation of an Issues log to record any problems that arise during the test.

5.9.3 Roles and Responsibilities

The size and complexity of system integration tests can vary widely from the very small, just
a little above a Unit Test, to those that are almost a system wide test. Similarly, the resources
needed to set up and run the test will vary. At the low end, the developer making the changes
can, with the help of one or more testers from the client agency, set up, run and evaluate the
results. At the high end, a structure similar to that for a volume test may be needed. It is up
to the developer and his/her manager to select the appropriate level.

5.9.4 Testing Scripts

True test scripts, recorded transactions that can be used by various tools to simulate various
levels of activity, will usually not be used for system integration testing. If the selection of
items to be tested (see Test Process above) is comprehensive there is not usually a need to
process large volumes.
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5.9.5 Measurement of Test Results

At this level of testing, the measurement of test results will usually take the form of noting
any system generated error messages and comparing the actual and expected results.

5.9.6 Error Processing

Any errors or unexpected results will be included in the documents of the change where they
can be referenced for correction. Any errors will result in an additional round of testing.

5.10 Unit Testing

5.101 Test Overview

Unit testing is the simplest level of testing. It involves testing only one panel or report or
batch process and does not require interaction with other parts of the system. Unit Testing
will normally be run several times, often testing each step of the change one at a time. For
this reason it requires the least amount of resources and documentation of all the testing
levels.

5.10.2 Project Assumptions
The success of the test will be that the results of the test match the expected values.

5.10.3 Test Process
The Unit Test will involve the following:

e Development of a comprehensive list of functions to test.

e Selection of the specific activities to be tested, including the transactions, the document
ID to be worked on (if already in the system) or the documents/reports/etc. to be created.

e Identification of any procedures that need to be modified as a result of the change or
addition to the system. Including a tentative revised version to be used in the testing.

e Documentation of the expected results of the data entry and various processes run during
the test.

5.10.4 Roles and Responsibilities

In Unit Testing the developer, sometimes with the assistance of someone from the user
community, performs all of the functions required to set up and run the test.

5.10.5 Testing Scripts

Testing will usually consist of a single transaction/process to be tested.
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5.10.6 Measurement of Testing Results

At this level of testing, the measurement of test results will usually take the form of noting
any system generated error messages and comparing the actual and expected results.

5.10.7 Error Processing

Any errors or unexpected results will be included in the documents of the change where they
can be referenced for correction. Any errors will result in an additional round of testing.
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Chapter 6. System Maintenance Standards (Fix-
Updates/Upgrades)

6.1 General Process

PeopleSoft continuously issues fixes to their application software, publishes them weekly on their
Internet site, and periodically bundles them into product updates. Several PeopleSoft documents on
this topic are referenced in Appendix F, GMIS Issues Database Guide.
Although the recommended and sometimes "required" PeopleSoft procedures for applying
Fix/Updates changes from time-to-time, the State's procedure is to apply only those of immediate
need, and then wait for the product update for the general application of those remaining. Our
regular process is to:
1. Retrieve the relevant fix/updates from PeopleSoft Customer Connection each week
(usually Monday) as they are posted
2. Review these to determine whether to apply immediately or defer until the product update
a. With the Functional Application staff to determine business need
b. With the Technical staff to confirm potential impact on the various modules,
prerequisites, and application mechanics
3. Apply to each database environment following PeopleSoft installation instructions and the
GMIS change control procedures.
The following table provides more detail concerning the tasks involved and the roles of the staff in
the effort.
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Each week, usually Monday, PeopleSoft publishes a list of Fix/Updates. The GMIS Issues Database
also includes the summary information from the PeopleSoft Customer Connection web site.
Following are the mechanics for updating the Issues database.

The Documentation Analyst pulls the relevant
Fix/Updates from PeopleSoft Customer
Connection and records them in the GMIS Issues
database.

In Customer Connect, Navigate to > Library >
Plugged In Archive > PeopleSoft Plugged In for
Updates and Fixes > Updates and Fixes for
PeopleSoft Financials for Education and
Government.

Note: Use Netscape.
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1. The release is currently, or will be in
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include Project Costing at this time.

2. The database platforms impacted are
listed as “All” or “MS SQL Server”.

3. Not previously posted.
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In the screen in the previous step, right click on
the Report Number: selected > Open Link in
Composer > Save as: [Save in: CC2 Reference
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In the GMIS Issues database, select Create New m S Zerm
Log Entry and enter the following into the screen —- S e Tty R 11131
using drop down selections, fields, and tabs: T P - ==

1. Reported By: [e.g. Kraus, John] gt ! e e

2. Priority: [3-Medium] et e e [

3. Category: [Fix / Updates]

4. Product Line: [1 — Financials]

5. Product: [e.g. Purchasing]

6. Database: [FS-ALL]

7. and: Release: [e.g. 7.50] T e

8. Save the Web page: In the Document | wat e o o

tab > URLDocumentl > Right click >
Hyperlink > Edit Hyperlink > Type
the file or Web page: [e.g. CC2
Reference Info\R-BSLOSS-

EV44M .html] and insert the saved
page [replace R-BSLOSS-EV44M
with the edited report number in
Reported by:]

9. Retrieve the report: In the Document
tab > URLDocumentl > enter > copy
and paste the report into the
Description tab > copy and paste the
short description in the Short
Description:

6.3 Review to Determine Applicability

The weekly Fix/Updates are reviewed:
e With the Functional Application staff to determine business need
e With the Technical staff to confirm impact on the various modules, prerequisites, and
application mechanics
The result is a determination of whether to apply the Fix/Update immediately or defer until the
product update.

This review is facilitated by the use of the GMIS Issues database. Each weekly Fix/Update is
recorded in the database and categorized as to module affected. Reports are generated by module and
distributed to the relevant teams for review.
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6.4 Apply to Each Database Environment

Fix/Updates are initially applied to the xxDMO (FSDMO for Financials or HRDMO for HR)
following PeopleSoft installation instructions and the state's change control procedures. Then they
are migrated through the remaining database environments using the GMIS Change Control
procedures.
The following notes relate to the application of the Fix/Update to the DMO environment.

e Instructions are delivered with the fix and can involve:

Installing / copying new software
Running some delivered scripts
e Applied using the Application Update Methodology and can involve:

Copying new objects (panels, menus, etc.)
Installing new application programs (Cobol, SQR, etc.)
Running delivered scripts
Manually adjusting application programs or objects
Specific instructions are included with the fixes
Before you get started
Remember to read the instructions
Make sure you have a recent backup of your database
You will need an Application Update Database (AUDB)

e Follow the instructions on where to copy files

Cobol Programs
SQR Programs
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DataMover Files
etc...
(Note: PeopleSoft objects are delivered in a DataMover file)
e The DataMover file needs to be copied into your Application Update Database
Refresh the AUDB if necessary - AUREFRSH.DMS
Import the objects using DataMover into the AUDB - AUIMPORT.DMS
e Copy the objects from the AUDB to your DMO (vanilla) database

e Follow the upgrade instructions to implement the objects in DMO
e Compare, copy, and export the objects to all other databases

e Documentation: When applying an update or a fix it is important to document the
following:

Which update or fix was applied
When it was applied

Who applied it

Which databases it was applied to
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Chapter 7. Change Control Standards

7.1 Purpose
The purpose of Change Control is to improve system availability by providing a detailed audit trail

of new development, enhancements, and modifications made to the system and by ensuring the
communication of environment changes to all appropriate groups.

7.2 Roles And Responsibilities For Change Control
The “Roles and Responsibilities” are defined in the following paragraphs. All software lifecycle

practices will be in accordance and compliance with GMIS/PeopleSoft Technical Standards and
Procedures as well as other relevant State guidelines. Duties are as follows:

7.2.1 System Change Requestor
The Requestor proposes changes to the system (i.e., application, database, hardware, operating
system, network, etc.) Anyone on the functional, technical, or testing team may initiate a change.
The Requestor's responsibilities may include:

e Identifying system problems requiring change,

e Filling out the appropriate Change Request forms,

e Providing justification for the change,

e Obtaining proper approval for the change,

e Providing further detailed information, as required, and

e Providing technical information, as required, to the Analyst and/or Developer during the
lifecycle of the change.

7.2.2 Change Control Coordinator

The Change Control Coordinator oversees the change control process. The Technical Infrastructure
Manager or other appropriate staff may fulfill this role. Responsibilities are divided in to two (2)
areas:
e Facilitating the transition of a request from one phase to another (e.g., migrating from
Development to User Acceptance Testing), and

e Monitoring and maintaining the change control process.
e Specific responsibilities include:

e Facilitating and providing quality assurance for the component steps of the Change
Control process,

e Chairing the Change Control meetings,

e Approving "Emergency"* requests,

e Overseeing the use of the various tools of the Change Control process,

¢ Ensuring consistent communication to system users and team members.
* NOTE: On occasion, it may be necessary for changes to be implemented on an “emergency’ basis
to support the continued operation of the system. By definition, such changes are limited to those
actually required to continue the operation of the system in support of the current user community.
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Even though a request may be implemented on an emergency basis, the various steps of the Change
Control process will still be completed as soon as practical.

7.2.3 Change Control Administrator

The Change Control Administrator oversees the maintenance of the GMIS/PeopleSoft system and
environment. Specific responsibilities include:
e Altering PeopleSoft System Configuration Tables,

e Migrating PeopleSoft changes,
e Applying PeopleSoft patches, and
e Upgrading and maintaining PeopleSoft version(s).

7.2.4 Infrastructure Manager

The Infrastructure Manager serves as the Technical Lead for implementation phases and the
production systems. The Infrastructure Manager is responsible for design, development and
implementation of the supporting PeopleSoft technical architecture. The Infrastructure Manager also
serves as the Change Control Coordinator.
Specific responsibilities include:

e Liaison between the Functional and Technical Implementation Teams

e Coordinating the various supporting teams including DBA's, the Network Support Team,
System Software/Utility Services, Security, Computer Operations, etc.

e Design and maintenance of the hardware and software architecture
e Management and/or oversight of

e Change Control process

e Application Upgrades, Fixes, and Patches

e Performance Tuning

e Project Standards, Policies, and Procedures

7.2.5 Functional Managers

Functional Managers for each PeopleSoft module are members of the Change Control Team and are
responsible for clarifying any requested functional changes in their respective areas.
Specific responsibilities include:

e Prioritizing and coordinating functional changes,

e Approving changes in their functional module,

e Reporting Change Control decisions, announcements, and other system change
information back to their functional areas

e Distributing system change related information (PeopleSoft Fix/Update and Upgrade
reports, planned system outages, etc.) to their staff

7.2.6 Technical Managers

Technical Managers for each PeopleSoft module also are members of the Change Control Team.
They are responsible for clarifying, from a technical and design standpoint, how a change will be
incorporated.

State of Indiana, January 2001 7-2



GMIS Standards & Procedures Last Update: 10/04/2001
Version 3.0 Printed: 10/04/2001

Specific responsibilities include:
e Prioritizing and coordinating technical changes,

e Approving technical changes their module,
e C(Clarifying technical information as it pertains to the change being implemented, and
e Reporting decisions back to their technical area.

7.2.7 Network Administrator

The Network Administrator is responsible for maintaining control of any network configuration or
network software configuration changes. This includes system upgrades or configuration changes to
the Novell network. The Network Administrator participates in the Change Control Team meetings
as appropriate but especially when there is a network change being considered or users are
experiencing slow response times.
Specific responsibilities include:

e Approving all network related changes,

e Prioritizing and coordinating network changes,

e Reporting Change Control Team decisions back to their network area, and

e Forwarding copies of the release reports to the appropriate individuals within their
network area.

7.2.8 Functional User Test Team

Functional User Test Team members are representative of typical end users.
Specific responsibilities include:
e Performing functional review and testing of the PeopleSoft system to ensure business
requirements are correctly designed and implemented,

e Documenting Change Requests as appropriate,

e Testing changes in the designated environment,

¢ Documenting and communicating issues/problems with changes during testing,
e Recommending tested changes as ready for migration,

e Verify and/or validating that changes are functioning properly within the Production
environment, and

e Documenting and communicating issues/problems with Production problems

7.2.9 Analyst(s)
There are various types of Analysts including Functional, Technical, and Network.
NOTES:
e Some staff may perform roles both Analyst and Developer roles.
e The Database Administrator (DBA) can also act as an Analyst when a SCR relates to
database performance or maintenance.
Analysts receive approved Change Requests from the Change Control Coordinator.
An Analyst’s responsibilities include:
e C(Clarifying Requirements with the staff requesting the change,
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Creating specifications including an impact analysis if appropriate. The impact analysis
may require a cost/benefit analysis. Agency management may request this requirement.
The primary function of the Impact Analysis is to determine ‘what are the implications of
implementing the change.’

Supporting the development of test cases (or scenarios), as appropriate,

Supporting the Developer(s), as required in making the specified modifications to the
Change Request.

Reviewing test results and approving the Migration Packet.
Forwarding “Approved” Migration Packets to the Change Control Coordinator, and

Assisting the Functional User in testing the Change.

7.2.10

Developer(s)

Developers are responsible for making changes in the Development environment as specified by

Analyst(s).

Specific responsibilities include:

7.2.11

Receiving the Change Request specifications from Analyst(s),
Manually checking out objects from the system,

Making modifications listed in the specifications,

Working with the Analyst(s) to resolve any issues/concerns/questions,
Updating the Impact Analysis created by the Analyst(s),

Testing the change that is being developed,

Creating a Migration Packet that identifies the objects modified and the documented test
results,

Manually checking modified objects back into the system, and
Delivering the Migration Packet to the Analyst(s) for their review.

Database Administrator

The Database Administrator (DBA) is responsible for maintaining the databases.
Responsibilities relevant to the Change Control process include:

Participating with the Change Control Team and the Change Control Administrator to
implement changes,

Assisting Analyst(s) and Developer(s) with database issues,
Migrating database changes,

Analyzing database performance and initiating Change Requests to enhance system
performance,

Maintaining a stable database environment,

Supporting database upgrades and patches.

Creating Change Control for “non-routine” database maintenance functions such as:
Upgrading to new version,

Updating databases (table change, change values),

Granting permissions, and
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e Coordinating bringing the database up and/or down.
e Changing tables, indexes, stored procedures, and triggers, and
e Changing application data table setup and control

7.212 Change Control Team

The Change Control Team provides oversight to the change control process. The team reviews, and
where appropriate, approves Change Requests. The team is also charged with approving the
migration of changes into the various testing and production environments. The Change Control
Coordinator/Infrastructure Manager is the chairperson for this team.
The Change Control Team is composed of the following personnel:

e Change Control Coordinator,

e Functional Managers,

e Technical Managers,

¢ (Quality Manager,

e Change Control Administrator,

e Security Administrator, and

e Database Administrators (DBA) as needed.

The Change Control Team's specific responsibilities include:
e Meeting twice a week (or as necessary) to review and approve Change Requests,

e Approving and coordinating the migration of change requests to the testing environment
(FSQA for Financials and HRQA for Human Resources) and to Production,

e Coordinating the implementation of Change RequestsRs across various modules and
agencies,

e Determining benefit of changes, and

e Determining cost impact.

7.3 Change Control Procedures

Change control procedures provide a common development and implementation path for all
changes. These procedures explain the many stages a change may go through from its inception to
final implementation.
Some basic premises of these procedures include:

e All functional and technical changes follow documented procedures,

e Changes to the Development, Quality Assurance, Production, and Training environments
are scheduled,

e Changes require managerial review at various stages in their lifecycle,
e The status of Change Requests can be easily obtained by using a common repository, and

e Activities related to Change Requests, as well as potential changes to the
GMIS/PeopleSoft environment, will be coordinated across the various departments.
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Appendix D, Change Control, illustrates the process of requesting and documenting a Change
Control Request. The following flow chart summarizes the Change Control process.
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7.3.1 Initiating A Change Request

Any team member can propose a change to the system. To initiate the process, the Requestor enters
a new "Issue" (which will be categorized as a System Change Request or a Modification as
appropriate). The Requestor is responsible for obtaining the initial approvals from the relevant
management personnel.

Change Requests are entered just as other GMIS system transactions such as Issues and Fix/Updates.
The Category recorded is "System Change Request." Related documentation can be inserted into this
record.

A "Change Control Checklist" is also linked to the record to assist the requestor and the developer in
assuring that the change control steps are completed. See the example on the following page.The
second panel of the record provides for documenting and tracking the activities of the request.

The requestor can do all of the steps in the "Initiate Change Request" either on their own or with an
assigned technical developer. The steps of the checklist are intended to follow the "normal” steps of
application development and largely correspond to the change control process definitions that
follow.

7.3.2 Initial Approvals

The originating Requestor is responsible for obtaining initial approval from the appropriate
Functional or Technical Manager prior to the first review by the Change Control Team and before
development work begins.

The standard report from the Issues database summarizes the request and is the vehicle for obtaining
approvals. The Requestor can sign the form as the "Business Process Reviewer" or Technical
Reviewer" as appropriate.

7.3.3 Initial Review by the Change Control Team

After the appropriate initial approval, the Requestor (or the sponsoring Manager) will notify the
members of the Change Control Team that a new request is being submitted. A suitable notification
to the Team would be a group e-mail referencing the record number of the Request in the Issues
database. Whenever possible, that e-mail notification should be made at least the day prior to the
meeting so that the team members have a chance to review and print out any relevant information
from the database. As a practical matter, the Requestor should also confirm especially relevant team
members have received notification and that they have any necessary documentation.
The manager approving the change is responsible for having it presented to the Change Control
Team. Specifically included in the review are areas affected by the change and the change's priority
and tentative implementation schedule. Under normal circumstances the Team signs-off on changes.
However, it reserves the right to question or postpone work. The Change Control Team is comprised
of the following team members:

e Change Control Coordinator

e Infrastructure Manager

e Change Control Administrator
e Security Administrator

e Help Desk Administrator

¢ Functional Team Member

e Technical Team Member

¢ Quality Assurance Team
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7.3.4 Development of Changes

The Analyst receives the Change Request and begins development activities following the

Development Standards documented in Chapter 4 of this manual. The Analyst is responsible for:
e Completeness of the functional specification,

e Development of the technical specifications,

e Programming activities,

e Development of test scripts and successful completion of unit testing,

e Initiating a walkthru / technical review of the change, and

e (Generation of the Migration Request upon successful completion of the above,
e Periodically updating the status and documentation in the Tracking database.

In some cases the Analyst may be assisted by a Developer (programmer) who will perform some of
these tasks under the direction of the Analyst.

7.3.5 Rework for Change Requests in Development

Changes returned to the Development environment must go through the Analyst(s). The Analyst(s)
works with the Developer to resolve the problem and updates the change control packet with the
resolution and test results. When the modification is ready to be re-migrated, the Analyst(s) updates
the request status and gives the Migration Request to the Change Control Administrator. He or she
will migrate the changes during the next scheduled migration to the testing environment: FSQA for
Financials or HRQAfor Human Resources.

7.3.6 Walkthrough

Although the formality of a Walkthrough may vary with the complexity and/or impact of a particular
change, they should always occur at the completion of the initial testing in the Development
environment and before consideration for migration to other environments. The Analyst is
responsible for scheduling and managing the walkthrough. Participants should generally include
relevant functional representatives, technical peers and/or technical managers, and representatives of
potentially impacted organizations.
Areas to be covered include:
e Completeness of the Functional Specifications (the User-Requestor should participate in
at least this portion of the walkthrough to ensure that their definition of the problem is
being addressed),

e Technical "strategy" or method used to satisfy the request -- alternatives, if any, should
be identified,

e Demonstration that the solution in fact solves the problem,

e Technical design especially with regard to system performance and maintenance
efficiency,

e Completeness and success of Unit Testing, and
e Adherence to Standards for all components of the Change Request.

Areas for improvement identified during the walkthrough will be addressed by the Analyst and
approved by appropriate management before proceeding with the migration request.
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7.3.7 Review and Approval by Change Control Team

After a successful development, test, and walkthrough of the Change Request, the Analyst may
prepare a Migration Request, have it signed by the User-Requestor, and submit it for review and
approval by the Change Control Team. The Analyst enters the Migration Request itself into the
Tracking database. The Migration Request record includes areas to identify where the supporting
documentation is located. Documentation at this point should include:

e Functional specifications

e Technical specifications
e Unit Test scripts and results, and
e Walkthrough notes, actions, remedies, and approvals

The Change Control Team may:
e Approve the Change Request for migration from Development to the testing
environments (FSQA for Financials, HRQA for Human Resources),

e Send the change back for further clarification, design, testing, or documentation, or
e Approve the Change Request, but delay its migration to the testing environment.

A Change might be delayed for a variety of reasons including for example:
e Environment "freeze" in preparation for other system activities

e Lack of resources to support the migration and potential troubleshooting
e Other higher priority Changes needing to be migrated.

7.3.8 Migration to Testing Environments

Changes approved for migration into the testing environments (FSQA for Financials and HRQA for
Human Resources) have their status updated within the Tracking system (by the Change Control
Coordinator or other designated staff) and are forwarded to the Change Control Administrator.
He/she is responsible for coordinating the migration of all development changes into the Testing
areas. After the migration is completed, the Change Control Administrator updates the Tracking
system.

Although operating system, hardware, database, network and other non-PeopleSoft changes are not
the responsibility of the Change Control Administrator, he/she is responsible for managing all steps
in the migration to ensure the necessary changes are made in the proper sequence (see Chapter 6:
System Maintenance Standards in this document).

7.3.9 System Integration and User Acceptance Testing

Functional Users are responsible for testing changes migrated into the testing environments (FSQA
for Financials and HRQA for Human Resources) and provide a recommendation for acceptance of
the changes made so that they may be migrated into the Production environment. The Analyst will
coordinate this testing and provide the Testing Team with the scripts utilized during the Unit Test.
The Testing Team may supplement these with other standard and/or specific tests relevant for the
change. If the changes are rejected, they are returned to the Developer for rework.

7.3.10 Change Control Team Production Review

After the Functional Users approve a change in the testing environment, the Analyst updates the
Change Request documentation and enters a Migration Request -- including the signature of the
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User-Requestor -- for the move to the Production environment. The Change Control Team reviews
the request and may:
e Approve the migration for a specified date,

e Approve the request but delays the migration, or
e Reject the change and returns it to the Analyst for revisions.

7.3.11 Migration to Production

If approved by the Change Control Team, the Change Control Administrator migrates the change to
the Production environment, finalizes the documentation for this Change Request, and updates the
Tracking system.

7.3.12 Example Agenda For Change Management Team Meetings
1. Review “OPEN” issues from the previous meeting.
2. Review “PROBLEM REPORTS” and “ISSUES” associated with prior changes.
3. Develop a Plan of Action to prevent a reoccurrence of such problems/issues in the future.
4. Review proposed changes to the Testing (QA) and Production environment(s).
5. Discuss impacts, risk, fall back and recovery plans, test results and user training/notification

requirements associated with each change or combination of changes.
6. Develop a Plan of Action for each Change Request discussed.

The Change Control Coordinated (or designated staff) will keep and publish minutes of the meetings
for items, statuses, etc., that are not documented in the Tracking systems.

7.4 System Configuration Changes

7.4.1 General Principles

Many aspects of the PeopleSoft application affect the entire application for all Agencies. These
settings can have wide-ranging and subtle effects on the behavior of the application. In order to
maintain the integrity and auditablility of the data managed with PeopleSoft, the GMIS Team will
centrally managed these system settings according to established standards; variations from those
standards will be documented.

The GMIS Team may delegate the management and implementation of selected system changes to
other entities. System changes to the HRMS application are delegated to the State Personnel
Department; creation and configuration of Purchasing (PO) Business Units is delegated to the
Procurement Division of the Indiana Department of Administration.

7.4.2 General Options

Within the Financial Application several codes and options control all users of the system. Among
these are the Installation Options panel group, location codes, and Units of Measure. The GMIS
Team will centrally administer these items.

7.4.3 Table Set Sharing

Table-set sharing is much like security administration; it affects the core PeopleSoft application.
This essentially administrative function is subject to the regular GMIS change management
processes in order to maintain the stability of the application.
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Agencies considering a change in Table Set Sharing are strongly encouraged to discuss these
changes with GMIS Team.

The administrative process for requesting a change to a business unit’s table set sharing will follow
this procedure:

1. Each Agency (business unit) will authorize a single person to request changes to that
business unit's table set sharing and similar settings. The Agency will communicate the name
or position of the authorized person to the GMIS team.

2. Each request for a change in Table Set Sharing will include the following information:

a. The requesting business unit.
The table set to be changed.

The record set(s) to be changed.

P oo

The Indiana standard setting, the current setting, and the requested new setting.
An explanation of any variance from the Indiana standard setting.

3. The change request will be circulated for comment to all agencies and to module leads
(IDOA Procurement, State Personnel Department, etc.), as well as other interested points of
contact.

If no objections or questions are raised, the GMIS Team will implement the change.
5. If an objection or question is raised, the change will be discussed by relevant parties.

7.4.4 Business Unit Setup

The creation of additional Business Units is an administrative function. The GMIS Team will create
all business units in accordance with established recipes.

7.4.5 Shared Codes

There are many places in the PeopleSoft application where codes are shared across the application.
Their visibility is not limited to a particular Business Unit or SetID. Among these shared codes are
Locations, Invoice Formatting and Numbering Options, and Pay Cycles. Agencies creating new
codes that are not grouped by SetID should use their three-digit agency number as the first three
characters of the code. Agencies should use the next one or two characters, where space permits, to
designate any relevant divisions or departments within the Agency. Variations from these standards
should be discussed with the GMIS Team.

7.4.6 Workflow Roles, Routings, and Options

The creation and alteration of Workflow Roles, Routings, and Options must be coordinated with
established security classes. In addition, Roles and Routings help enforce State of Indiana policies
and rules governing how State Agencies operate. The GMIS Team will administer these items.
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Chapter 8. Security Standards

8.1 Introduction
GMIS Security is comprised of several components:

8.1.1 Application Security:

The security applied within the PeopleSoft application. For example, the definition of a PeopleSoft
Security Class with the specific menus, panels, query groups, etc., that a member operator can use, is
part of application security. Likewise, those Security Classes that an operator (or user) has as part of
their profile and the Business Units that the operator can utilize are components of application
security.

e Security Classes

e Menus

e Processes

e Query Profiles and Access Groups
e Operators

e Assignment of Operator Classes

e Business Unit Security

8.1.2 Database Environment Security:

Security controls the interaction between the PeopleSoft application and the database. There are also
several components of this layer:

PeopleSoft Connect ID's. The security that controls the access and processing within the database
environment, for example, read-update-delete levels of authority to various tables in the database.
These grants and privileges are database characteristics that are not unique to the PeopleSoft
environment but in this case are applied to PeopleSoft tables.

8.1.3 Network Environment Security:

Windows NT Security: Controls access to resources (servers and files) on the GMIS application and file
servers.

8.2 Application Security

8.2.1 Overall Design

Application Security at this stage of our implementation consists primarily of PeopleSoft Security Classes and
Operators.

8.2.2 Security Classes

Our intent is to initially establish the following types of operator classes in the various databases (DEV, QA,
PRD, DVL, etc.). Note that these classes may vary by database. Also the detail shown here is the model for
the Financials environments. HR/Benefits have a similar but not identical structure.

Class Staff Group Description
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TECHNICAL | Technical Team
Members
SECURITY PeopleSoft Security Able to create and modify PeopleSoft security classes and operators but
Administrators have no other transaction functionality
CHGCNTRL Change Control Administrators | Update authority to objects in order to migrate changes
TECH / APPDEV Technical Support and/or Authority relative to the specific database environment:
Application Development Staff | For example, full authority in xxDEV, transaction entry but no Application
Designer access in xxQA, and display-type access in xxPRD.
DISPLAY Technical Team Members (and | Display only - cannot update objects or enter transactions
possibly others)
FUNCTIONAL | Functional Team Ability to enter appropriate transactions and run
Members processes for QA testing
AP_ADMIN AP Administrators Able to configure the Accounts Payable module and perform AP
supervisory functions
AP_OPER AP Operators Able to perform regular / daily AP transactions
AP _DSPLY Any staff needing only to "Display Only" for all AP panels in order to provide look up capability for

retrieve AP information

any future classes of AP Operators

Note: Other Modules such as Asset Management, Billing,

and General Ledger follow this same structure

PO_xxx Purchasing staff Approximately ten specific classes geared to the specific needs of central
office and individual agency needs.

VNDMAINT Vendor Maintenance Exclusive administration and maintenance of AP/PO vendors. Other
classes are restricted from this function.

UTILITY

BUS _UTIL Applied to all PeopleSoft users Process Monitor, Query, and Utility trace menus

DISPLAY Technical Team Members (and Display only - cannot update objects or enter transactions

possibly others)

Individual agency implementations may require unique security classes if the state model does not fit the
agency's structure. In this event, separate classes will be created following, if possible, this naming structure:

Format Sample
AAAA_MMF IDEM_APM
AAAA = Agency label IDEM

MM = Module Name Accounts Payable
F = Function or Role Managers

If a whole series of classes is needed where the Function label isn't appropriate, then the classes might be
labeled IDEM_GL1, IDEM_GL2, IDEM_GL3 as an example.

Generally speaking, staff of the IDOA-Procurement Division and purchasing-related staff in the agencies will
belong to various the PO_xxx classes while IDOA-Operations and Dept. of Information Technology (DolT,
formerly ISD) staff may have a business need to belong to relevant AP, GL, and PO classes. A DISPLAY
class will be available to provide users a "read-only" capability for virtually all modules.

Individual operators may be assigned to multiple classes in order to provide all of the capabilities they need.

Following is an example of the structure and its uses

Vendor Buyer Deputy
Specialist Director
VNDMAINT PO PAB PO PA
BUS UTIL BUS UTIL BUS UTIL
PO DSPLY PO DSPLY DISPLAY

Additional security classes may be needed to further distinguish the roles and capabilities for the various
types of Procurement staff.
Detailed listings of PeopleSoft menus available to these classes are linked to the separate GMIS Security
Database (MS-Access) system.
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Creation of Security
Classes

Two methods for creating
new Security Classes are to:
PRCR_NVS HST-- Start
with a blank profile and add
the menus, process, query
access, and other
characteristics appropriate
for the class, or
PRCR_NVS HST-- Ifan
existing Class is reasonably
close, you can "save as"
your new class and then
revise the characteristics as
needed.

5% File Edt View Insst Took Go Favoitss Window Help NETE

D|=|8|a| 5| @il

B

Security Defirition Type:
General
Dreseription: |
 Gieneral Attbu
Menu ltems Business Process Map: | |
Background Disconnect Interval Tirne-Out Mipud
€ Use default from PeopleTools Options parel & Never time-out
% Hever disconnect " Specific time-out [minutes)
Signon Times © Speciic disconnect interval [secondsk

e

Process

Groups
| i =]
Flsady NUM

Add / Modify Menu Items

Insert Menu Hame
. ety Admnistiaios - indild) [Class of Dpesstons!) - (MO0 F2] gAY Jedlfel SIS RRET RV I [=]LE) ME] E3)
o a8 x

fold L Sl e o o e Select the menu to insert:

D=8 & ===
Cae o = ACCUMULATE COSTS |
!”[. tee e ADJUST_BILLS ml
‘ ADJUST BUDGETS
- ADMINISTER_CONTRACTS
- ADMINISTER_SECURITY
AETS
=} ANALYSIS_DB_MANAGER
Soren T SMALYZE_BUDGETS
AMALYZE_DRDERS
8] AHALYZE_PRODUCTION
e AHALYZE_PROJECTS
' APPLICATION_DESIGNER
APPLICATION_ENGINE
APPLICATION_REVIEWER =

Cancel |

Add Process Groups

Any new class, whether
copied from a previously
existing one or created from
scratch, initially has no
Query Access Groups
defined and therefore, any
operators in that class will
not be able to execute
queries. The following
example shows the
PeopleSoft query
characteristics to be defined

Utilities - Use - Query Security
File Edit ¥iew Go Favorites Use Process Help

a8 @ x| E|EE s|=| GlE| @lel=] +lv ]|l ||

Query Profile  Access Groups |

‘ Operator Id: ALLPNLS EmpliD:
Tree Name Access Group Accessible =
| [AM_ACCESS_GROUP K| ~
[QUERY_TREE_AP j [AP_ACCESS_GROUPS j o
[QUERY_TREE_AR 3 [AR_access_eroupP K| ~
[QUERY_TREE BANK 4| [BANK_ACCESS GROUP ¢ =
[QUERY_TREE_BD j [BD_ACCESS_GROUP j =2
[QUERY_TREE_BI +| [Bi_access_GRouP | I
[QUERY_TREE_COMBO j |COMBO_ACCESS_GROUP j ~
[QUERY_TREE_ERP 4| [ERP_ACCESS_GROUP | ~ -

[FSDEVT

[Access Groups

[Update/Display
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Add Query Access Groups
Of special note are these
two categories:

Only Allowed to run
Queries will limit the
class to running Public
Queries -- they won't be
able to create their own.
Allow Creation of
Public Queries (for use
by others) should be
enabled in development
environments but not
checked in production.
Production queries need
to be migrated from
xxDEV and xxQA.
Only Allowed to run
Queries will limit the
class to running Public
Queries -- they won't be
able to create their own.
Allow Creation of
Public Queries (for use
by others) should be
enabled in development
environments but not
checked in production.
Production queries need
to be migrated from
xxDEV and xxQA

Utilities - Use - Query Security

Flle Edit View Go Favortes Use Process Help

Last Update: 10/04/2001
Printed: 10/04/2001

als(#x| Blae| ele 5|=| Sl=| @el=] #|e|ale |

Query Profile | Access Groups |

| Operator Id: ALLPNLS

EmpllD:

PS/Query Use
™ iOniv Allowed to.run. Queries
¥ Allow creation of Public Queries

¥ Allow creation of Workflow Queries

Ad d SOL Features

¥ Allow use of Distinct
¥ Allow use of *Any Join'
¥ Allow use of Subquerp/E xists

Maximum Rows Fatched: | [¥ Allow use of Union
{0 = Unlimited) I Allow use of Expressions
Maximum Joins Allowed: 9

PS/Query Output Options———————————— [9 = Unlimited)

= .

(= (et (o Loy Maximum ‘In Tree' Criteria: E]

[ Output to Spreadsheet {9 = Unlimited)

¥ Output to Crystal Reports Pro (bm)

[FSDEV? [Buety Profile [Opdate/Dispiay

Query Security -- Selected IDEM Operator Classes
The goal for selected IDEM Operator Classes (IDEM_GL3 for example) is to allow those operators
to run Public Queries but not create their own.
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1 . TO accomp“sh th|s Utilities - Use - Query Security M=l E3
we tU rn on the Only File Edit “iew Go Favortes Use Process Help
Allowed to run Queries | ‘BlEI&IX| Elala| Bl@| l=| Sl&| &lel=] +[e|4l ]|
CheCkbOX Query Profile | Access Groups I
‘ Operator I1d: IDEM_GL3 EmpliD:
rP5/Query Usze Ad d 50L Feat
I ¥ Allow uze of Distinct
I~ Allow creation of Public Queries v Allow use of "Any Join'
I~ Allow creation of Workflow Queries V¥ Allow use of Subquery/Exists
Maximum Rows Fetched: I ' Allow use of Union
[0 = Unlimited) ¥ Allow uze of Expressions
Mazimum Joins Allowed: l_!]
rPS5/Query Output Options—————————————— [9 = Unlimited)
o Trp s L b Mazximum ‘In Tree' Criteria: l_!]
¥ Output to Spreadsheet (9 = Unlimited)
¥ Output to Crystal Reports Pro [tm]
[Fsaa7 [Buery Profile [Update/Display P
2. This then requires '“

Business Process

the operator to use the H|#

3

#| |2 ||

Mext Panel in Group F2

View - NaV|gat0r — Previous Panel in Group  ShitsF2 ‘ﬁ "StD ‘
i K et Panel F6 i e S
Query naV|gatlon. Prewious Parel ShifteF5
First Urmiatked in Waiklis
Ne in List F3
Previous inLis ShiltsF3
List CuieFa
New Step F12
Previous Step ShiltsF12
Panel Name
v Tooler
w Status Bar
Show Pane! In Navigator
Change Window Content

Suitch to Query Display [Faaa7 ‘
st 0] .| e s 5] a0 ) B | IR (| [ONG BRBEASRO T
3. When the list of wee, 00000 000000000000——0—0000_"TF

Fie Edt View Go Favoitss Inqure Beport Help

Public queries is ale(8!x| Blale| el == A= <[] +[v]w]]
I ——————— <]

shown, the operator PTG TATTRE
"right-clicks" on the Groomuem i Liveen

. @SDIGLEET Nv_LEDGER_54

desired query to select 21D 687 W LEDEER 55

@SDIGLEET Nv_LEDGER_56

SOIGLES? NV_LEDGER_57

@SDIGLEET Nv_LEDGER_52

@SDIELEE? Nv_LEDGER_59
@ S0IP0334-Reg by PumhasnngType

Pleferences Hep

&3 S0IPDEID =
&3 50IPO60 Fun to Clystal
&y s0IPoEn2 Pint

3 5w _APPROP_FUNDS_gys___ Fint Preview
3 5w _APPROP_TBL

&3 5W_BUD_HDR_LN

23 5w_BUD_IRNL_HDR_LN

25 SW_CONTIGENCY_ACCTG
3 5w _JANL_LN

55w _LEDGER

&3 5w _LEDGER_BUDG

25 5w_PO_LINE_ACCTG

&3 5w _REN_LINE_ACCTG

25 SW_ROTARY_FUNDS_SWAIL

SW THANSFEF\S _ACCTG
pio =]

Fun Qusny to Excel [FS@A7

] )| | 50 ] | ] || A (| N BHDEAS RO T
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the output option. That Yendor Name COUNT(®)
initiates the running of 0000000005 15T QUALITY PRINTING CENTER
the query 0000000133 MEYER WASTE SvYSTEMS INC

' 0000000183 ACORN DISTRIBUTORS IMC 1
QO00000ED4 AUTOMATIC TURF EQUIMENT CO
O0000O0E20 ANACONDA SPORTS INC
0000001 221 TRI COUNTY EQUIPMENT COMPANY

— — anm =

8.3 Security Class Maintenance

The content of a Security Class is usually modified for either of two reasons:'

There has been a system modification (new panels added, for example) that needs to be used by operators in
specified Security Classes.

The definition or role of the class of operators has changed and therefore the functionality provided needs to
be modified, or

8.3.1 Security Changes for System Modifications

As modifications are migrated to new databases, changes are usually required in PeopleSoft security to enable
the new menus for the various operator classes. (Note: There may be objects other than menus that are
migrated and need security enabled. They would follow the same process, but the term "menus" is used here
for simplicity.) Following are the mechanics for each migration:

8.3.1.1 FSDEYV -to- FSQA

The developer provides a copy of the Migration Request to the security administrator.

The security administrator records the migration in the GMIS Security Database and generates a
request form as a checklist for the classes to be affected. By agreement, the GMIS System Manager (Mike
Degner, Myra Wilson, etc.) will have preauthorized certain classes based on their previous definition. For
example, a new report in the "Manage Purchase Orders" menu group would be enabled for all of the classes
that have "active" access to that group. In this example, that would include PO_PA (administrators),
PO_PAB (approved buyers), etc.

The security administrator enables the menu for those pre-authorized classes.

The security administrator will notify the "GMIS System Manager" (Mike Degner, Myra Wilson, etc.)
that the menu has been activated in security by transmitting a copy of the security request form. They,
or their staff, may already be working with the developer in testing the modification, so this notification is to
make sure that the classes that have been enabled are appropriate.

If necessary, the GMIS System Manager will return the form to the security administrator with any
needed changes.

8.3.1.2 FSQA -to- FSPRD (and FSTRN)

This migration has a similar flow except that the GMIS System Manager approves the security changes before
they are executed:

The developer provides a copy of the Migration Request to the security administrator.

The security administrator records the request in the GMIS Security Database and generates a
worksheet for review with the GMIS System Manager.

The System Manager records (or confirms) the appropriate classes and signs the form.

The security administrator makes the corresponding changes, documenting them on the form along
with confirming query results showing all of the classes affected.

8.4 Special Considerations

Certain menus need to be made unavailable for specific Operator Classes. For example, Application
Designer, Change Control, and Security menus should not be included in the classes for regular operators and
administrators. Unless in "Display-Only" mode, these menu items should not be included:
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Even for technical developers who generally have full access to the xxDEV database, their Application
Designer capability in other environments should be limited as shown in the following configuration panels:

Application Designer Access Application Designer Access x|
Object Types | Taals I Object Types  Tools |
— Dbject Type: —Setall — Tool Setal
Business Processes: |F|ead--:n|y access j Full Access | Change Control: Full &ccess |
Bus Process Map: IHead-onI_-,- access -] Upgrade: IND access = Fead Only |
Fields: I Read-anly access j Mo Access | Build / D ata Adrair; I Mo access j Mo Access |
Menus: I Read-only access j
— Mizcellaneous Objects

Panels: - -
Panels IHead only access J St Gl IHead-onIy J— j
Panel Groups: IHead-onI_l,l access j S IF!ead-onIy — j
Projects: Read-only access - :

I ¥ J Field Farmats: IHead-onIy ACCEess j
Becords: Read-only access -

I J Default Toolbar: IF{ead-onIy Elele j

)4 | Cancel | Ok, I Cancel |

Using the Security Class approach allows you to maintain the functional security for any number of users in
that role with just updates to that class. The disadvantage to this approach is that if a particular function is
needed for just one operator, a new class may have to be defined. Still, our experience to date is that once
roles are defined, the class approach is the most efficient.

8.4.1 Applying Business Unit Security

PeopleSoft provides for Business Unit level security controlled by Operator Class or by specific Operator.
Our Operator Class design has been fairly efficient for defining authorized system functionality for similar
types of operators (for example, Agency Authorized Buyers -- PO_AAB). But, since our Class design groups
operators from many different agencies (Business Units) into a single class, we now get to enter each
authorized Business Unit for each Operator.

For most of the agency Operators, this is just their own agency Business Unit. But for IDOA-Procurement
staff such as MWILSON shown here, every Business Unit must be entered on this panel because this operator
may handle transactions from every agency.

The are not a lot of steps to perform, but they need to be done in the order shown. If you turn on the Business
Unit security without the BU's defined, the operator will not be able to work any transactions.

Administer Securily - Use - Unit Operator Security -EE EHE 2 |IedER R E I I - [=]x]
1. Add BuSlneSS Unlts Fl= Edt Wew Go Faworles Use Pracess Help

gl&|@x| BlaEe 5e oo =5 2lel2] el |
a. Foreach IDOA- | i

Procurement | Operator Id MYALSON |
operator, add all - 5l
[IEG  +| Legislative Services
U's (use SQA 00020 j Board Coordination Human Srv
. 00022 +| Suprems Cout
Robot script). =
[00028 +|  Clerk Supremesappeliate Cout
b. Forall Other [00025 o] Indiena Juicel Center
[00028 4| Inciana Tas Cout
Operators’ Add [00030 3| Goverors Difice:
the Speciﬁc [00082 3| Criminal ustize Instute
. [00038 3| Washinglon Liason
agency Business =
Unit.

[FSPRD7  [Unit Operator Secuilty [Update/Display
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2' Tum on the Securlty Administer Security - Use - Security Optic™ |[§I L&S I&lmlﬁ@@lﬂl
. File Edit Wiew Go Favortes Use Process Help
Options onperaFor al&|8lx]| ElEla| Ble| o|e| A= @l *|v]vsl ]
Level Security with Securty Optons |
Secured Fields of Trpe of Secuiiy Seoured Field
U t "~ Mo Security it I” Book I” Pay Cycle
nit. ' Dperator Level Security [~ Setid ™ Project
" Dperator Class Level Security [~ Ledger ™ Analysis Group
|FSPF|D7 \Secunty Optiohs |Update!DispIay &
3. Finally, Process - P £ oo vy e e Sy
: alel@x| ulaln] sje] ls] 26 (5] sl
Securlty SetupS (FIN Aogly Secsiy | Opersior 10 BLLMANT Pun Cornbel I 1 |
9001) to activate. e e =l
Roport Msquett Parssstars v - [ I'.".ILNI-'\
e e Foun Dt Tive [Py Soa— Concel
Oae [ E| [ B
Tme: [o1:20:00 PM [ Namer
FSPDT— Apoky Secusty Sehups [Updaie/Diapley &

8.4.2 Maintaining Operators

Frequently operators are added in significant numbers as the implementation reaches the training stage. The
following process is used to communicate lists for addition to operator security as well as to facilitate the
user's workstation installation. Some steps may vary -- times and dates are used for example purposes.
Staying close to these timeframes will give us a better chance of our new users being able to successfully get
on the system immediately following training.

Task Responsibility Time Example
Required | Lead Time Dates
1. Identify the Operator and schedule for State agency or central Varies Tues., Jan 11th
Training. administrative office (for
example, IDOA-Procurement)
2. Confirm the Operator's role(s) and System Owner (for example, 1 day Wed., Jan 12"
determine the relevant Security Classes | IDOA-Procurement) - Security
Liaison
3. Send list of Operators to GMIS Security | System Owner staff 1 day Thur., Jan 13"
Administrator
4. Notify NT Security Administrators for GMIS Security Administrator Same Day Thur., Jan. 137
assignment of user ID/Password in and relevant NT Administrator
appropriate NT group
5. Notify Agency workstation support GMIS Security Administrator Same Day Thur., Jan 13"
contact to install software on new
Operator's PC
6. Training class for Operator System Owner - Training 2 days Tues. - Wed., Jan. 25-26
7. Obtain signed User Access Agreement System Owner - Same Day Tues., Jan. 25"
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from Operator and forward to GMIS
Security Administrator

Training/Security Liaison

8. Set-up Operator in PeopleSoft Security, | GMIS Security Administrator Same Day Tues., Jan. 250
apply Business Units, set initial
password, and notify System Owner

9. Perform Buyer and Requester Setup System Owner - 1 Day Wed., Jan. 26™

Training/Security Liaison

10. Set-up Operator with PeopleSoft System Owner Same Day Wed., Jan. 26™
Operator Preferences

11. Provide Operator ID / Password and test | Operator Same Day Wed., Jan. 26™
Logon from training PC

12. Confirm successful Operator logon System Owner - 1 Day Thur., Jan. 27™

from their own workstation

Training/Security Liaison

State of Indiana, January 2001
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Actual times may vary significantly from one agency to another. As a rule-
of-thumb, Agency Users should be identified and a list provided to the
"security / technical teams" at least two weeks before the training date.

Week #1
[
Week #2
IDOA-Procurement - Training
( : ) Trainin
Agency User Training Day 2 9 {-\gency U_ser
@ Scheduled for Day 1 Receive & Test in Operation
Training Fill-Out Forms Individual Logon @
" - i [©
IDOA-Procuremen‘t - Security Liaison * / /
Confirms User Obtains U
@ Role & Security :lcnesssser Set-up Operator, Confirm
Class ——» A Preferences, Successful
greement
. from User Buyer/Requesto Logon
Forwards List .
\ \ T
L~ | /
3

GMIS Security Adm inistratoY u

Confirms Agency

Technical
Contact(s)

Forwards List

Set-up/Confirm
Operator in PS
Security

|

DolT LAN Support / NT

Administration

20,

Establishes NT
Access to GMIS

Servers

Agency LAN Support/

NT Administration

O

Install

Workstation
Software for
Identified Users

Note: @
Numbered steps
reference the
accompanying task
list
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8.5 Database Security

8.5.1 PeopleSoft Connect ID and Access ID

The PeopleSoft environment includes a number of components to link the operator to the data in the
database. The "Connect ID" authorizes the workstation to make a connection to the database and pick up
the security profile for the particular operator. That profile includes an "Access ID" which enables the
operator to link to the application tables in the database.

Following is a diagram and discussion of the particular components.

Note: 3-tier Application ES7000 Environment
Server configuration

does not affect this

particular definition

Client ﬂ

PeopleSoft
Connect ID

]
U

S
M peostesar. PeopleSoft
00o0o0n Peopl;Soft Access ID = PeopleSoft
Security ‘ .
Tabl Application
ables Data Tools

8.5.2 Maintenance of the PeopleSoft Connect ID

Once established as a valid Password, and configured on the workstations, no other maintenance is
required. The Connect ID/Password functions as a "behind the scenes" link between the operator's
workstation and the database. It has only a security level sufficient to read another table with additional
security parameters.

8.5.3 PeopleSoft Access ID Maintenance

Likewise, the Access ID functions as a "behind the scenes" link to the application data once the operator's
security levels have been established. The Password is updated periodically by the PeopleSoft security
administrator.

8.5.4 Network Security

The Windows-NT Administrator maintains security for access to the various GMIS file servers. Security
groups established for this purpose include:

GMIS Account Admins have Full Control of everything under the PSOFT directory tree. This will not
be implemented until the evening of Dec 1.

GMIS Admins and GMIS Admins- Local have Change permissions to everything under the PSOFT
directory tree. This was done because of the potential pandemonium that Full Control gives to changing
account accesses with a user's NT Workstation, should they have one available in the future (we're putting
our first one in the GMIS office today).
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GMIS Fin Admins have Change permissions to everything under the FSDEV directory tree.

GMIS HR Admins have Change permissions to everything under the HRDEV and HRPRD directory
trees. The HRPRD part is under review by.

GMIS Training Users, GMIS Users, GMIS Users- Local, and GMIS Users- Project have Read
permissions only to the entire PSOFT directory tree
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Chapter 9. Problem Reporting Standards

9.1 Purpose

Getting a detailed problem description into the hands of the staff that can fix it is critical to a
timely and accurate solution. It's also important that a range of staff are aware of the problem so
that we are not independently fixing a problem over and over. And, we need to build on the
knowledge base that evolves so that when a problem occurs, we can search for previous fixes or
related issues.

9.2 Problem Reporting Tools and Mechanics
System users of all types are asked to follow these Three Steps for Problem Reporting:

—
1 | a. Cut and Paste all of the relevant Panels
and errors into an MS-Word Document >

b. Save the Word document on the GMIS T —1
shared server — ==

GMIS Shared Server

2 | Enter an Issue via the GMIS Intranet submittal
form

3 | Callthe DolT Help Desk to make sure they

p BT I L | i 2
have all the details that are needed e i |
Document S ¥ A3 oA & o ol vy
the Problem A T T T ] et Bk
GMIS Issue Detail Form
S D . =
" Hepartied By- Trae Dar
= Heported  Foquired
—
/—_@Z
[EE Y = b 2
Complete a GMIS Dearripsion a
Issues Submittal ‘
- o
@ Dasras Do T
Automated E-Mail Distribution
Call the Help Desk ED - |_—l
232-3251 | I_—[ 3 ]
- GMIS Support Team
DolT Help Desk =
| =g
Magic

Solutions
Database

GMIS Issues

Database

Read more detail on this process and the tools
: utilized in the document: Issue Entry.doc

.........................................................

Following is additional detail on the individual steps:
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So that all system users have a
vehicle for reporting problems, the
initial entry point is an Intranet-based
submittal utility. Here's the
navigation:

From the GMIS Project Team page,
click the Issue Entry button and you
will receive the form below.

SR ARES EESEINeR B - -

governmenti management

Report
SIVIESY «
" b Problem
nformation system with a GMIS

PeopleSaft Application

" e berpp i sl o for state gov ernmen

| Executive Overview |

Executive Overview

| Functional Overview | | Technical Owervievs | | BMIS Team | | FAD's |

GMIS Madules

Comprehensive yet flexible, GMIS allows you to select applications
that rmeet your organization's unigue reguirements. With PeopleSoft

p . Financials
modules available in many Financial and Human Resource areas, Ganeral Ledger
Functional Overview GMIS will automate many of your administrative functions. These Budgets

Praject & Grant Costing
Asset Management
Furchasing

Accounts Payable
Order Management

PeopleSoft modules have been licensed for use by all state
agencies.

Technical Overview

GMIS enables you to

Billing
GMIS Team Accounts Receivable
mp make informed decisions based on quick access to clear Inventany

infarrnation

mp manage your resources efficiently and productively

mp respond swiltly to the evolving needs of management, staff and
public

Human Resources
Human Resources
Benefits Administration
Fayroll

Time and Labor

U

ﬂ Start

‘Whether it's hurnan resources, financial management, benefits
adrninistration systems, or purchasing, or any other of the fourteen
FPeopleSoft modules, the challengs is the same- delivering reliable
data to your agency's desktops and timely services to your
constituents,

In the end, you need technology that's ready to handle tomaorrow's
challenges. You need GMIS

| & Gt Progra.. _';:G\SD-TS‘\U-...“@GMIS Ind... HUZ&@({J&@%@E{@ME 10:20 P

Hesass >

The form itself is fairly self-
explanatory:

e  You enter a short description

e  assign your initial priority and
indicate the date a solution is
required

e tell where the problem occurred

e and provide a narrative
description and also the potential
impact of the problem.

When you click the Submit button at

the bottom of the form it will return

the detail for you to review before
clicking the Submit button to actually

transmit the issue or problem. An E-

mail message is then generated and

sent to a distribution list that includes

GMIS project management, support

team members, and others. The

distribution list is a standard MS-

Outlook mailing list maintained by

the DolT e-mail team.

H GMIS lssue Detail Form - Netscape

)| Sl M| 2 =l 22 | o e ) | = =]

File Edit Yiew Go Communicator Help

< ¢ A A 2 W S & @t

Back Forward Reload Haome Search  Netscape Prifat. Security Ston
w!' Boaokmarks \!‘ Localion:Ihttp:f.z‘wwa.isd state.in.usfzcripts/gmizdiszentry.cfm d @'What‘s Related
GMIS Issue Detail Form
Your comments will be sent to the GMIS Issues Distribution List
Short Description: Priority:
ICannat add rows to Bank Accounts Critical =
Reported By: Date Date
Reported: Required:
[gharon clingan
02211599 Iggjzs,fgg
Error
Release: Program: |
Product Line: Product: Datahase:
|1 Financials Public Secmrj |8 Accounts Payable j |FSF‘RD? j IT.Dl |
Description:
I went to Manage Bank Accounts and inserted rows under the Payment Method panel.Z
When I went to save, receiwved an error regarding voucher line [See panel shot
in K drive 3C0625-01.doc. I need this fix to do training. As a =side note,
this slso errors in FSTEST (I'm sure it does in Qi as well) and Ayman has spnken_l

|Document: Done
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In just this one step, the user has
communicated the problem in their
own words to the staff that will
address it, and at the same time, given
a "heads-up" to other team members.

7 GMIS Confirmation - Netscape

File Edit “iew Go Communicatar Help

Last Update: 10/04/01
Printed: 10/4/2001

< &

Back Foriard

a4 4 =

Reload Home

Search  Netscape

o IS S=

Frint

Securty S‘ o

w!' Bookmarks \!‘ Localion:Ihttp:f.r‘wwwzisd state.in.us/scripts/gris/confim.

B 7 What's Related

e D=

Tou are about to msert the following mformation to the GIVIZ database

Do yen want to msert the mformation as shown?

Twent to Manage Bank Accounts and mserted rows under the Payment Method panel Whet I went
to save, received an error regarding voucher line (see panel shot in K drive SC0628-01.doc. Ineed

Reported By Sharon Clingan

Priority: Critical

Short Description Catnot add rows to Bank Accounts
Date Reported: 097221999

Date Required: 0%/23715%9

Product Line: 1 Financials Public Sector
Product 2 Accounts Payable
Release: 7.01

Database FSFRD7

Error Program:

Description

this fiz to do traitung, As a side note, thiz also errors m FSTEST (I'm sure it does i QA as well) and

Ayman has spoken to someone about this. Thank you

Potential Issue Impact: Effects training outline and demo

Email

sharon clinean@bit.com

|Document; Dane

One of the most important
components of describing the
problem is capturing those messages
that pop-up when it occurs. Right
now there is no magic button to click
to have that message appear for the
problem-resolution staff. So we use
the tried-and-true method of screen
prints/panel shots with this process:

e Copy those error messages (use
Alt-PrintScreen) and the panel they
were on at the time into an MS-Word
document

e Save that document with a name
that includes your initials and the
month-day and a number to indicate
that day’s sequence, for example:

SC0526-1.doc

e Save it to your desktop and then
drag-and-drop the document into the
GMIS Problem and Fix
Documentation folder. (Or, save it in
the identified file server location.)

GMIS Problem and Fix
Documenta...

-] PT76_disk

@ Control Panel -
< | » 4

XY GMIS Problem and Fix Documentation M =] ES
J Fle Edit “iew Favoites Toolz Help |
J <= Back ~ = - | @Search |%Folders @Histor}l ||E' q; s | [EH-
J Address ID T:AGMIS Problem and Fis Documentation j @ Go
Folders * | | Mame | Sizal Type ﬂ
m Desktop 4] @ 04262001 -ReqCancel. doc 44 KB Microsoft wWard Doc...
@ My Documents @M 32KB  Microsoft Ward Doc...
=45 My Computer STINDGL 320 snv 17KB XNV File
ﬁ 3% Floppy (&) @ SRCO91001 1.doc 120KE  Microsoft Word Doc
2 Local Disk [C) @w 34KE  Microsoft Word Doc...
B-g3 Local Disk [Dx] WSTINDGL 211 TOTALS.doc 73KE  Microzoft'wiord Doc...
&-¢% Compact Disc [E:] B8] 109051, o 24KB  Micrasoft ward Doc...
52 Main o IS::' F:] swild O5sqrlog 7KE  Text Document
w2 ;PS_ on I'S|dd['GH]- [2] w03 05 1Appropiation om 14KB  PRM File
g ha'” ;” sd IH) o) ) swlE2701_01.ls JOKB  Micrasoft Excel Wor...
M- y .
TS shaisdon gmis sl 3] swlB2201 Req?1 64,4 52KB  Micrasaft Excel War...
-2 home on 'Gmis-sral1’ L) .
P Tk @ aw0B22MPO15031 31 uls BIKE  Microsoft Excel W
{52 TD-Data an Gris-arvil2’ M) 0 .
% home on ‘gmis-srrl2 (N:] 52201 xlz 4,864 KB M!crosnft Excelwor...
2 Transfer on 'lsd [F:] ESWDBED‘I 03.xls 46 KB Microsoft Excel Waor...
= =2 psoft on Gmis-srall 1’ (T:] @VWDS‘I 001-1.doz: 2E6KBE  MicrosoftWord Doc...
@twuauam 1.doc: 34KBE  Microzoft Word Doc...
@JEDBD?D‘I 1.doc: F3KE  MicrozoftWord Doc
@ImDSD?m 1.doc 25KE  Micosoftword Doc...

E? chiA1. doc

Z21 KB
TEKR
21KB
43KB
KR

Microzoft Word Doc...
GIF Image

Microsoft wiord Doc...
Microzoft Word Doc...
{Wicrosnft Wwhord Dozl;l

|484 ohject(z] [Dizk free space: 103 GB)

457 MB Local intranet A
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9.3 GMIS Issues Database

A separate tool, the GMIS Issues database, is used from this point to assign the problem to the
appropriate staff resource, track the activity to solve it, and document that solution. The
designated technical staff transfer the e-mail information and any supporting documentation to a
record for each issue. From this database you can then update the problem statement, resolution
activity, tie the problem to specific PeopleSoft fixes and updates that are in the database, and
obtain a variety of reports. You can also do keyword searches to help identify potential solutions
or where we have fixed a similar problem before. Generally, the technical staff will be the
primary users of this database, but all GMIS team members have access to it to do their
investigation or check on the status of their issue.

&, Microsoft Access - [GMIS / PeopleSoft Update Tracking=
] File Edit Wew Insert Format Records Tools ‘Window Help =1 5||

- HESRY |t BRS |0 ][@®[HU[TET|M] % B0

Government Management Information Systems
Fracking System

_I Create New Log Entry

Locate Existing Entry (from Total Listing)
_I Search Database
_| Reporting

_I Migration Requests

_| Exit
Form View For[ [T o [
[2, Moot Acoess ~imProblomDeti] = |27 Lo PN [EaboAl I At o T[] E
H Fle Edit View Insert Format Records Tools Window Help ;|g|5||
|- R SRY|L Ry |R® 45| YEV A X B E-| O
Internal Problem Tracking System [& [/ LR
Add [ Update Detail Problem ID-
| ReportedEy Clingan, Shaton - Dale Reported: [06/2871983  Prioity: [5-Cilical <]
Category Issue - Date Required: [06/25/19939  Status: [Closed |

Short Description: |Cannot add rows ta Bank Accounts

— Suramary [nformation

Financizls Public Sector FSaLL ~[ &l Financials Databases
| &~ AP Accounts Payable |

— | —

Description:

Twent to Manage Bank Accounts and inserted rows under the Payment Method panel when | wenl to save,
teceived an error iegarding voucher_line [see panel shot in K diive SCOB28-01. doc. | need this fix to do training
s a side note, this also emors in FSTES T (I'm sure it does in 4. as wel] and Ayman has spoken to someone aboul

Potential lssue Impact:

Effects training outline and demo.

Government Management information Systems Stale OF Indiana
Record: 14] 4 1 [ vi[rx] of 1 (Filtered)
[Form view For [ mm[ [
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&, Microsoft Access - [frmProblemResolution]

” File Edit “ew Insert Format Records Tools ‘Window Help

|- @SRV 2R o|@®[4iU|Talv@a)x B0

R 5 =] +
Internal Problem Tracking System Pl [0 _"|£|
Resolution Cannot add rows to Bank Accounts
4 Assigned To Updates PeopleSoft Info X
MName: IEImar, Ayman 'I Last_Update: I 07/0141993 Caze [D: I I_
TeamlD: |Applic.Dev. - Date Resolved: | 0B/30/1999 Rezolution ID:I

Date: I 07/01/1993 Fix/Upd 1D I I_

Fesolution Comments:

Modified the customized peoplecode in CF16_aN_SBR.Fund_Code and Program_Code.FieldChng,

Fowlrit,Rowlnzert and SaveEdit by adding an IF statement that limits the execution of the new code ta the

Woucher entry panelz. Did the same thing for the DISTRIE_LINE Account PeapleCade. This is i FSDEW?. Then

John Good moved the oroiect "S0IAP273" that containg this code to the FDVLT environment which resolved this

Potential Riezolution Impact:
Approvals | | |Ayman Ornar 07/01/1933

Bus Process Reviewer Date Techrical Reviewsr Date

Applied Ta: axDI0 aDEY #TEST A wxDWL wPROD
HR /Ben.
Financials

Completed: Change Control Admin.: | Date: |

Eo £ A F lenfarmation Sesl State Of Indiana
Record: |1| 4 || 1 _k | >||ne| of 1 (Filterad)
[Farmn ieas FLTR [ |

A hardcopy summary of the issue
record is available from the database
as shown in this example:

%, Microsoft Access - [rptProblemDetail]
” Eile Edit Wew Tools MWindow Help

g . Log# 495
GMIS: Tracking Summary for Issues, Mods, Updates/Fixes
Cutegory: |ssue Dedtes - Reported: 06/28/1999 Priority: 3 - Criti
Reported By: Clingan, Sharon Required:  0629/1999 Status: Closed
‘ Short Description: Cannot add rows to Bank Accounts
Pradiict Line: Financials Public Sector Praduct: AP  Accounts Payable

Dugahase: FS-ALL Error Pragrean:

Description: | wentto Manage Bank Accounts and inserted rows under the Payment Method panel. Wl
went to save, received an error regarding wvoucher_line (see panel shot in K drive SC0E28
01.doc. | need this fix to do training.  As a side note, this also errors in FSTEST (I'm sure
doesin QA& as welll and Ayman has spoken to someone about this. Thank you.

Patenticl fssue Impact:

Effects training outline and demo.

Page: Ll 7o n] |
Ready T
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%, Microsoft Access - [Reportingl =/} A |edEElL
J Fil= Edit Wiew Insert Format Records Tools ‘Window Help

M-HERY|$BRS|o|Q®|2E|TE V8% B

2l

Government Management Information Systems
fracking System

Issues Summary Report (One Line - All Criteria)
Issues Summary Report (Reported By)
Issues Summary Report (System)

Issues Summary Report (Assigned To)

Infrastructure Issues

FixUpdate Summary Report

Modifications Summary Report

Return

LL |[LL|LLLE

[Farmm iew FLTR [ |

%, Microsoft Access - [Issues Summary Beport]

“ File Edit Yiew Tools ‘Window Help

Database Status Prionty DateR eported Problem D escription
HEDVLIS  Closed 4. High 0911311999 Cannot access Crystal Reports
FSPRD7 Open 4. High 091021999 Can't change Wendor location on a Vendor Cof
FSDWLTY Cloged 3 - Ivledinm 08f31/1999 Irrwalid parameters O for function scrmge tsetidy]
FSPRD7 New 5 - Critical 08I2671999 Delivered Public Query missing from FSPED
F3Q&T Mewr 4. High 02r24r1909 Can't issue QP4 releases for iterns that are nof
FSPRD7 Hew 3 - Wledinm 081009 Eror posting manual pavinents

New 4- High 0Ei1 711999 DB2 Contect Failure - "Thable 1o Find Valid
FSFRD7 New 4- High 021 7959 Heed to delete Period 0, F¥ 2000 Ledger ACT
HE-ALL  Closed 5- Critical 02i1671999 Cannot ran SOR's
HETESTIS New 3 - Iedium 021271999 COURSE_SESSH_TBL4- Vendor Field
HE-ALL  New 5 - Critical 0261171999 PSPBARITN Fails on Frocess Options phase
FSDEWT  New 4. High 020371999 Unshle to drop table in FSDEVT
FSPRD7 New 4. High 080371999 Voucher Edit Request in FSPRCDY
FSDWLT  MNew 4. High DEN2r1999 SCL eror when printing any report in FSDV L
HETESTIS Mew 4 - High 02M 21009 Ervor Ilessaze Tetup Emp on Position
HETEST?S Mew 4- High 073071959 Response Titne
HETEST?S New 5 - Critical 073001959 Emplid Auto Assign Mot Working

Page: Telf]  nlefm] &l R |
[Ready
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There is also a search capability to
retrieve records by keyword, issues
for specific databases, etc.

Enter Parameter ¥alue

Search For:

I*deadll:uck

Ik I Cancel |

%, Microsoft Access - [frmProblemList] I QlE@'I Wlxll%l
” File Edit Wiew [nsert Format Records Tools Window Help

|- "SRy LB o|R&® 25| %E 7|4

Problem ! Incident Log

4 Foley,T. lszue 10/26/1938  HREMS Public Sector - HR Humg

14 SQL Code 913 Emrar
Creech.S. lssue 10/27/1338  HRMS Public Sector - HR - Humg
16 SOR Abends

@ Clingan,s. lzzue 11/13/1998  Financialz Public Sec AP Acco
33 Creating Payments

@ Clingan, Sharon lszue 03/02/1933  Financials Public Sec &P Acco
206 313 Eror

@ Clark, Becky lzsue 15/12/19393  Financialz Public Sec PO Purch
374 Build Purchase Orders &bended in FSTEST?

@ Billman, Scott lszue 05/25/1933  Financialz Public Sec &l All Mo
402 Unable ta run PS-Query in FSOAT?

@ Stamy, Joe lssue 08/03/1933  Financials Public 5ec PT  Peop
575 Unable to drop table in FSDEWY

Fovermment Management information Systems
Record: 14 4 ||—1 P ] of 7

|Fnrm View
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And because this database is also a repository for PeopleSoft Fix-Updates and our own
modifications, we are able to identify activities in numerous categories that might relate to a
specific problem.

It's also a workflow tool that helps us understand who has been assigned tasks and allows us to
manage the priorities across different categories.

As with any tool that has a number of features, it may appear complicated. However the only
requirement we have of the end users is to do the best job they can in defining their problem --
and that's filling out the Intranet form and providing screen prints. The rest of the mechanics are
to help the support staff resolve the problem and evolve a base of documentation that helps us fix
problems more quickly or avoid similar issues in the future.

9.4 Working a problem through the various support "teams”

GMIS Problem Management Draft for Discussion

GMIS Infrastructure Problem

A\

User PeopleSoft Agen PeopleSoft Trouble
Application gency Application ™ Applicatiq !
Requests Brobi PS Problem? Reporting
Help relem SuperUser i Process
A
Agency User /
Technical Infrastructure .
Probl Business Process
roblem Errar
Internal Corrective
Agency Action
Infrastructure (Training /
Support Woarkflow Changes)
Dol T GMIS
Help Support
Desk Team
Vanua A 4
anu
. . GMIS Issues Database
MAGIC Sdlutions nchronizati :
User s aynchronization, | | a1 / peapleSoft Specific Problem
(Problem Management / Workflow / Infobase) (s heeded) éeﬂnmon oo gowmmtaﬁon)
A
Problem Notification, Status
Updates, Escalation as Needed,
Resolution Documentation
|
GMIS Support Woarkstation / Database Mainframe /
Team LAN Team Support Utilities
Functional Technical
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"Level 0"

The PeopleSoft User him or herself.

We count on the PeopleSoft user to be able to
recognize certain basic characteristics about their
problem in order to get it started in the right
direction. However, we are willing to receive
any and all user problems.

For example:
"PeopleSoft Requisition not printing."

If the user is not able to print any type of output
from their workstation (MS-Word documents,
etc.), then he or she should report the problem to
the agency's technical support following their
internal mechanics.

However, if the PC is otherwise working
normally and especially if the user is receiving a
PeopleSoft specific error, they should contact
their designated "SuperUser" and/or report the
problem via the Issue Entry mechanics.

"Level 1"

"Level 1"

Agency PeopleSoft ""SuperUser"

Various Help Desk and Problem Reporting
tools and methods.

The local agency staff have been trained in the
use of the PeopleSoft applications. Certain key
staff have already been designated as "HR
Officers" or "Procurement Officers" and often
have extensive business knowledge. They can
filter the problems that are "user error" vs.
system problems and report those problems as
appropriate

"Level 2"

"Level 2"

Central Agency / GMIS Team Functional
Experts

Central Agency / GMIS Team Technical
Experts

"Level 3"

"Level 3"

PeopleSoft Functional Experts via Customer
Connection

PeopleSoft, IBM, Microsoft Technical Experts
via Vendor Support

State of Indiana, January 2001

9-10




GMIS Standards v3.doc
Version 3.0

Last Update: 10/04/01
Printed: 10/4/2001

9.4.1 Level 2 Resources by Problem Type

Nature of Problem

Resource Staff

Functional Shawn Seifert (AP & GL)
Michelle Smith (AP)
Mike Degner (GL)
Myra Wilson (Purchasing)
Jim Welsh (Billing / Asset Management)
............... (HR - Recruitment)
............... (HR - Benefits)
............... (HR - Training Administration)
............... (HR - )
Robin Degner
Technical Jim Welsh
Application Development Mark Walker
John Good
Joe Starry
Syl Creech
Don Champion
Dilip Pandya
Ellen Koch
PeopleSoft System Admin.
- PeopleSoft Maintenance John Good
- Security Scott Billman
Mark Fitzpatrick
Network
- Architecture
- Support Network Management Center
Joe Starry
Mark Fitzpatrick
- Tuning
Application Server Chris Cotcamp
File Server
Database Server and Operating Bob Burns
System Ray Hill
Suzie Mihankhah
MS SQL Server Steve Van Slyke Crystal Smith
Workstation
Jim Welsh
Joe Starry
Mark Fitzpatrick
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9.4.2 Level 3 Resources by Problem Type

#% Dpen - Resolutions - Netscape
PeOpleSOft Eile gdn Wiew Go ;ommunlcal Help
Functional Problems < & 3 4 a 3 & B8 %
Back  Fowwsrd  Relad  Home  Seach Metscape  Print Secuiy  Shop  Siop
"HOW d() I .. .?" 5 Bockmetks A Wetsie [stomer-connection peoplesoft comdvanwish_3 B/bindvanweb i lx0x13x0+351 350424w/dodction -] @507 Whal's Relaled
Resources:
PeopleSoft Customer w

Connection

CUSTOMER CONNECT Home

Profile

Help
> Education > Library > Community > Events

Search Contact Us

Open | Selecta Resolution from the List helow and press Open button

Resohuiion Tifle Produc Rdease | Last Date o[+
How do I s up 4 frace for Application Engne (AE)joh Time and Lahar 7 51 027232000 13
BUT5 Howde Iopy mmmmmmwsl or FONDS [Budgels 51 l072671999 09
CRYSTAL: How do Tpeint Crysial to aniher Query? [Pecple Tocls .01 [06:211000 16
Dooumentation: How de Ilocate Release notes for applying People Todl [People Tocls .02 l03/291999 17
Editfnue crests warning 102 Edit Sum 5446 s been refrehedined | T and Lahs 51 l01/2072000 09 _
FA: How do T generate the *“Invalid Student Report Financial Aid 701 20271999 06
©L: Ddeted Joumal Data by accidend. How do Imwu"’ General Ledger .52 17201000 13
Genersl: Howdo Thnowwhat PerpleTooks rdease we're en? [People Tocls 51 1171999 09
HR: How do I send mailing lahds 40 Crystal? Ido net wani the LIS [Human Resources 51 120971999 13
How do T create a Tools dutahase recovery mechanism should a ﬁxgwwrwmrooh 55 l0671671999 17
How do 1ind incdent prerequisites on inddents posted to CC? .50 2200 11 |,
. —

I 25 tems returned

Resolation Trtle [pat =] JHow ao 1 Search | Clear

Resolution 1D [= - El
[ [=B=

PeopleSOft TeChnical File Edt Yiew Go Communicator Help
Problems - J A A a + & B8 @

. . . Back Forward  Reload Home Search  Metscape  Print Security Shop Stop
" Apphcat]on Englne 3w Bookmetks A Netsie [ritpe//coreports peoplssoft com/reports/ogifmagick sh <] & et Related
POOBUILD CUSTOMER CONNECTION Home Profile Search  Contact Us Help =
m > Services > Education > Library > Community > Events
Abending at w
PB 1 5 OO.UPDTBUYR Back to Customer Connection Reporting
Case Summary by Customer
Resources: Case ID Site |d Case Title Date Created Date Modified Status Submitted By
926465 6587  Unposting a Journal Entry 12024939 27700 Awaiting Internal J wichael
PeopleSoft Customer Response Degrer
. 807865 6587  APPS: Recurring vouchers--Do notwant to be  874/99 1173493 Pending Incident Ayman Omar
Connectlon able to save future dated vouchers outside of Resolution
period.
852080 €587 APPS: Apppymn errors 8/23/99 1174799 Pending Incident Sharon Cling:
Resolution
210253 6587  SQRW - 4701 Can't logon to database 4127198 4727098 Solveds Closed Mark Walker
216195 6687  SQRWiswer Fatal Error, SPF file may be R/TIOE 5729798 SolvedsClosed Mark Walker
corrupted
245782 6587 running joblD GLPPOST and the message he is 771598 728498 Solved/ Closed Stanley
getting is "pspsqlrt error in posting Withkowski (o
GLPPINWE-XBOOO ins
294396 587 SOR and COBOL jobs stay in inftiated state, will 10/13/98 10/23/98 Solved/sClosed Mark Walker
not run on server PSAMVS
296450 6587  Ctcannot see position details after adding a 10715/ 98 10720/ 98 Solveds Closed Lois Steeh_'_v|
] |
e [=P=| |Documert: Done SH2 3
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mail Search Page - Netscape
File Edit ‘iew Go Communicator Help

<« ¢ ¥ A 2 w I & B8 F

Baclk Forward  Reload Home Search  Netscape Frint Security Shop Stop
J " Bookmarks A Locatior: |http'h’www2 izd state in us/scripts/gmis/PeopleSoft/ps_usersearch. cfm j ﬁl'\fv’hal‘s Related

Do > PeopleSoft U Database & h
; eopleSoft Users Database Searc
Goscrament Tutaanct

Enter Search String M Author's Email M Date
Jrumba] (farmat mmddyyyy)
Seatch | ¥ Subject Content ¥ Message Content

The "PeopleSoft Users Database" consists of e-mail collected from several different PeopleSoft-related user groups. Just fill in the
inforrmation you are looking for and you will be returned a hit list that includes the author, date, subject and at least the first part of
the message (50 you can review for relevancy). Then click on the appropriate line to get the full message.

| Avccess Indiana Page | Indiana Intranet Fage Bacddto @IS Page

& =P=| [Problems or Questions? Contact Scott Bilman at 2-4550 Sl % AP ER o2 |

mail 5earch Page - Netscape
File Edt “iew Go Communicator Help

12 2 3 ¥ o @A = & @ @

Back Forward  Reload Home Search  Metscape Frint Security Shop Stop

w"BDUkmalkS J‘ Lucalu:m.Ihllp./fwwa.isd.Slale.in.us/scripls.-’gmis.r‘F'erleSUfl.-’ps_usersealch.cfm#TDF' j ﬁv\vhat's Felated
EMail Address Date of Message Subject Message Text El
Message
Paunning @b oscovs.com - RE: DBZ Connect - SMA connection Michael, The SAL30051M is kind of a general
using IEM Personal Communications  catch all error. What are you seeing in the MSTR
log?
Higel Hall - Re: ODBC There certainly are plenty of 3rd party vendars,

and mare of them showing up on DBZ-LI
(welcome Ric

Higel Hall - Re: DB2 Connect PE Hi Phil, | know you will have seen my plugs for
StarSCL here before but | would encourage you
to

Philip Gunning - DB2 Connect PE Wye recently converted PeopleSoft from Centura
(TCP/IP) to DB2 Connect PE (SMA). We are SHA
until we

bmanza - Re: DB2 Connect & RUMBA David Williams wrote: > > When DBE2 Connect is
installed, Rumba components are installed to
handle

Bobert Ord - Re: DB2 Connect & RUMBA, Yes, | had the same problern after installing DB2
Connect 5.0, | just re-installed rurnba which has a

Danny Davis - Re: DB2 Connect & RUMBA One of the apars for fixpack B - US2074

contained the following: JR11316 THE
UNINSTALL OM THE W

Suzan i Birgeles - Re[2]: DB2 Connect & RUMBA, Our local Db2 Connect Guru told me that pieces )
|&F =B=| |Problems or Questions? Contact Scott Billman at 2-4660 Sl % xP E oA |

Our other various vendors (IBM, Microsoft, etc.) all provide formal customer support. In
addition, there are a number of "informal support" mechanisms including participation in user
groups, membership on listservs, and maintaining a group of fellow customers/practitioners.
We maintain a simple Intranet-based search tool to facilitate retrieval of relevant
communications from a number of listservs.
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9.5 Help Desk Contact Information and Hours of Operation

Submitting an Issue through the Problem Reporting mechanisms detailed earlier automatically
notifies many of the appropriate staff. There will still be times when a specific call is needed.

The DolT Help Desk (232-3251) is staffed or available by pager 24 hours a day, 7 days a week
and can contact specialists as needed.

9.6 User Notifications - Status Updates

PeopleSoft system users will be provided an updated status on their reported problems on a
regular basis:
e The staff working the problem will contact the user for confirmation and/or additional
problem definition information.

e When a fix has been identified, the user will be contacted to test and/or confirm the
resolution.

e Status of the problem (or issue) will be periodically updated in the GMIS
Issues/Tracking Database.

In addition, general communications concerning the status of the system will be provided as
follows:
e System outages or special conditions will be e-mailed to the GMIS Users distribution
list as soon as practical.

e System status will be regularly updated on the GMIS Intranet pages.
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Chapter 10. Server and Physical Infrastructure

10.1 Network and File Servers

10.1.1 File Server Administration and Configuration

This section outlines the Network Administration tasks and configuration information for the
File Server specific to PeopleSoft. Included is a general overview of Security, Fail Over &
Recovery, Backup & Restore, Network Operating System, Network Domains, and Error /
Management Logs.

10.1.1.1 Security (Groups or how managed)

User Security and Groups are managed according to the NT Infrastructure
Guidelines as dictated and/or specified by the State Board of Accounts.

10.1.1.2 Fail Over & Recovery (mirror site)

Both servers are backed up in-full daily with ArcServelT, and backup tapes are
maintained in secure vault storage for quick restoration in the event of outage.

10.1.1.3 Backup & Restore

Both file and print servers, GMIS-SRVR01 and GMIS-SRVRO02, are backed up in-full
daily (weekdays only) with ArcServelT, and tapes are kept in vault storage archives.
Windows NT Emergency Repair Disks (ERD) are updated monthly (two copies), with
one copy being maintained by GMIS server administrators, and the other forwarded
for storage in a secure vault. The ERDs assist with repair corruption of device
drivers and other configurations on these servers. The two recovery situations
described above are not necessarily associated with each other, but reflect two
types of recovery, depending on type of outage.

10.1.1.4 Network Operating System

File and print servers GMIS-SRVR01 and GMIS-SRVRO02 are run on Microsoft
Windows NT Server, version 4.0, Service Pack 4 using the TCP/IP protocol. No
other protocols are used. All disk partitions on both servers are formatted with the
NT File System (NTFS).

10.1.1.5 Network Domains

Both file servers, GMIS-SRVR01 and GMIS-SRVR02, are member servers of the
ISD-SHARED domain and are administered in accordance to the NT Infrastructure
Guidelines. GMIS-SRVRO01 fulfills the role of a backup domain controller in this
domain, and GMIS-SRVRO02 plays the role of a member server. Users with accounts
not only in the ISD-SHARED domain, but also those in the ISD-NT (DolT), IDOA,
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and DOT domains, can access these file servers through network trusts. There are,
at this time, no distributed files.

10.1.1.6 Error / Management Logs

GMIS file servers are constantly monitored for outage by consistent "pings," which
occur every ten minutes, 24 hours a day. Several administrators are alerted by
pager (and e-mail) when a ping request returns with negative information, indicating
a network outage has occurred with this server. All system, security, and application
errors and violations are maintained in the Windows NT Event Viewer for each
individual system, and each server is reviewed daily, and on an as-needed basis.
Each of the three event logs is allowed to log events chronologically for up to one
megabyte (1,024 kilobytes) in a circular logging fashion, overwriting events as
needed. The only other management logs maintained are concerning ArcServelT
daily backups, and work-in-progress with Systems Management Server (SMS).

10.1.1.7 Hardware Configuration

Category Specification
Software Components
Operating System MS Windows NT 4, Service Pack 4
Error / Management Logs Windows NT Event Viewer/ArcservIT/SMS
Hardware Components
Server Name GMIS-Srvr01 (member servers of ISD-SHARED
domain)
Addresses/IP 10.1.23.42
Addresses/Hardware 00-80-5f-6f-51-37
Server Name GMIS-Srvr02 (member servers of ISD-SHARED
domain)
Addresses/IP 10.1.23.43
Addresses/Hardware 00-60-08-cd-33-90
Standards
Security NT Infrastructure Guidelines by State Board of
Accounts

10.1.1.8 Directories

There are four main directories mapped and used for PeopleSoft applications. They are
maintained on two file and print servers named GMIS-SRVRO01 and GMIS-SRVR02. GMIS-
SRVRO01 hosts two shares called SHARED and WINAPPS, located physically at D:\shared
and D:\winapps respectively. The 'SHARED' share is used for project file and active file
storage, and the "WINAPPS' share is used to hold installation files for major applications
(those which are not PeopleSoft or MS SQL Server). GMIS-SRVRO02 hosts two shares
called HOME and PSOFT, located physically at D:\home and D:\psoft. The 'HOME' share is
a storage area for users' personal data files, and it is sub-parsed to private directories for
each individual GMIS user who logs into these servers from the ISD-SHARED domain. The
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'PSOFT' share is the repository for all files related to PeopleSoft and MS SQL Server,
including installation files, COBOL executables, scripts, help files, etc.

10.2 Application Server Administration and Configuration

This section outlines the Network Administration tasks and configuration information for the
Application Server specific to PeopleSoft. Included is a general overview of Security, Fail
Over & Recovery, Backup & Restore, Network Operating System, Network Domains, Error
/ Management Logs, and Tuxedo.

10.2.1 Tuxedo

10.2.1.1 HR —Human Resources

There is a domain set up for each database: HRDEV, HRTEST, HRQA, HRDVL,
and HRPRD

Version

Tuxedo version 6.5 PeopleTools version 7.55

Configuration

Domain Configuration files are found at
\GMIS-SRVR02\HR\%PSHOME%\APPSERV\%PSHOME%\PSAPPSRV.CFG
where %PSHOME% equals the name of the data base for the given domain.
BAT Files (PSADMIN / and the Tuxedo Domain Configuration)

DOS Batch where created so that %PSHOME% environment variable could be set
dynamicaly before running the PSADMIN.EXE. These batch files are \\GMIS-
SRVRO2\HR\%PSHOME%-ADMIN.BAT

10.2.1.2 FS —Financial Systems

There is a domain set up for each data base: FSDEV, FSQA, FSDVL, and FSPRD.
Note that Financials does not have a TEST system.

Version
Tuxedo version 6.3 PeopleTools version 7.04
Configuration

NOTE: Financials does not have the same directory structure as but will be change to match
during the next PeopleTools upgrade.

Domain Configuration files are found at

State of Indiana, January 2001 10-3



GMIS Standards v3.doc Last Update: 10/04/01
Version 3.0 Printed: 10/4/2001

\GMIS-SRVROI\FS700\APPSERV\%PSHOME%\PSAPPSRV.CFG
where %PSHOME% equals the name of the data base for the given domain.

All domains except for FSPRDwere setup with a PeopleSoft delivered template for a small
implementation (1 to 100 users). FSPRDwas setup with a medium template to accommodate
100 to 1,000 users.

BAT Files (PSADMIN / and the Tuxedo Domain Configuration)

NOTE: Financials does not have the batch files that where setup for HR but will be change to
match during the next PeopleTools upgrade.

10.2.1.3 Security (Groups or how managed)

User Security and Groups are managed according to the NT Infrastructure
Guidelines as dictated and/or specified by the State Board of Accounts.

10.2.1.4 Fail Over & Recovery (mirror site)

Although Fail Over is not an option (due to software version compatibility issues), we
have the ability to switch the PeopleSoft users to 2-tier until the server can be
repaired and brought on-line.

10.2.1.4.1 Backup & Restore

Both application servers, GMIS-APP01 and GMIS-APPO02, are backed up in-full daily
(weekdays only) with ArcServelT, and tapes are kept in vault storage archives.
Windows NT Emergency Repair Disks (ERD) are updated monthly (two copies), with
one copy being maintained by GMIS server administrators, and the other forwarded
for storage in a secure vault. The ERDs assist with repair corruption of device
drivers and other configurations on these servers. The two recovery situations
described above are not necessarily associated with each other, but reflect two
types of recovery, depending on type of outage.

10.2.1.4.2  Network Operating System

The operating system on the Application Servers is Microsoft NT - Version 4.0.
Service Pack 4 (SP4) using the TCP/IP protocol. Both partitions are formatted using
NTFS.

10.2.1.4.3  Network Domains

Both application servers, GMIS-APP01 and GMIS-APP02, are member servers of
the ISD-SHARED domain and are administered in accordance to the NT
Infrastructure Guidelines. Other than for administration purposes, most users are
oblivious to its presence because the PeopleSoft client is responsible for the
connection (its not based on user accounts).
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10.2.1.4.4  Error/ Management Logs

GMIS file servers are constantly monitored for outage by consistent "pings," which
occur every ten minutes, 24 hours a day. Several administrators are alerted by
pager (and e-mail) when a ping request returns with negative information, indicating
a network outage has occurred with this server. All system, security, and application
errors and violations are maintained in the Windows NT Event Viewer for each
individual system, and each server is reviewed daily, and on an as-needed basis.
Each of the three event logs is allowed to log events chronologically for up to one
megabyte (1,024 kilobytes) in a circular logging fashion, overwriting events as
needed. The only other management logs maintained are concerning ArcServelT
daily backups, and work-in-progress with Systems Management Server (SMS).

Microsoft NT generates error logs that are periodically monitored and analyzed to ensure the
systems are operating efficiently or correctly.

10.2.1.5 Network - Application Server

Category Specification
Software Components
Operating System MS Windows NT Enterprise Edition, SP4
Error / Management Logs Windows NT Event Viewer/ArcserviT/SMS
Tuxedo HR - Tuxedo V 6.5 People Tools 7.55
FS - Tuxedo V 6.3 People Tools 7.04
BAT File PSADMIN
Hardware Components
Hardware Configuration 1GB RAM / 2-9GB HD / 30% Disk Utilization
Addresses/Server Name GMIS-App01 (member servers of ISD-
SHARED domain)
Addresses/IP 10.1.23.39 in use (10.1.23.40 backup)
Addresses/Server Name GMIS-App02 (member servers of ISD-
SHARED domain)
Addresses/IP 10.1.23.41 in use (10.1.23.42 backup)
Standards
Security NT Infrastructure Guidelines by State Board
of Accounts
Levell Level2 Level3 Leveld Level5
App01-fs on ‘Gmis-app01’[ ]
+Fsdev
+Fsdmo
+Fsdvl
+Fsprd
+Fsqa

-Appserv

-Fsqga

.adm
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Level1 Level2 Level3 Level4 Level5
Logs
Unix
-Webmon
Images
-Bin
-Server
Win86
Cblbin
App02-hr on ‘Gmis-app02’[ ]
+Hrdev
+Hrdvl
+Hrprd
+Hrga
10.2.1.5.1 Hardware Configuration
Each Application Server is configured as follows:
Category Specifications
Make / Model: HP Lxr8000

Two hot-swappable 10,000 RPM 9GB scsi
disks:

Hardware Mirrored
A (3.5-inch floppy 1.44Mb)
CD-Rom Drive

Keyboard: AT Enhanced
Mouse: PS/2-compatible
Motherboard: Primary bus: EISA
Secondary bus: PCI
Processor: Four (4) Pentium Il Xeon Processors (400
Mhz)
2 Network Interface Cards (NIC): 3COM

Memory:

Total Physical Memory: 1 GB

10.3 Database Server Administration and Configuration

10.3.1 Database Administration

This section outlines the Database Administration tasks for the MS SQL Server specific to
PeopleSoft. Included are contacts, references to cloning databases, backup and recovery
schedules and procedures, and software information.

SOl Contacts

Utility Services - Tad Stahl
Hardware Support - Larry Andrews
Database Support - Mike Johns

PeopleSoft MS SQL Server
Administration

Steve Van Slyke
Crystal Smith
Suzie Mihankhah

Reference Material

PeopleSoft Installation and Administration for
MS SQL Server
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MS SQL Server 7 ~ SQL Server Books
Online

Reference for Remote DRDA Requesters
and Servers

Call Level Interface Guide and Reference

10.3.2 MS SQL Server Backup and Recovery Information

10.3.2.1 Introduction

This purpose of this section is to document information relating to MS SQL Server
backup and recovery on the host for the GMIS application. It contains:

e C(riteria for designing Backup process
e Backup Schedule

e Backup and Recovery JCL

e Bibliography

10.3.2.2 Ciriteria for constructing Backup process

The backup and recovery scheme is based on the use of a SQL Server backup
agent. The following

e Procedures and criteria were established governing backups.

¢ Both local and remote (off-site) copies will be generated for all test and production
databases with the exception of the training database. It will utilize local copies only.

e Recoveries can consist of two types: point-in-time and current.

* Point-in-time recoveries will usually involve recovering all tables to an agreed on time
supplied by the project management staff due to a data integrity error, possibly caused by
malfunctioning programs. All tables will be recovered in concert to insure that referential
integrity is maintained.

10.3.2.3 Backup Schedule

Backups of the GMIS application data will be taken on a schedule that insures
application data can be recovered within a reasonable time-frame and at the same
time provides a solution that is cost effective.

The details and mechanics of backup will vary over time as the volume of recoverable data
grows and the formula for a cost-effective solution changes. A combination of full image
copies and incremental image copies will be employed to achieve a balance between efficient
and timely recovery and system availability. Other factors that affect the implementation of
a backup solution include, but are not limited to, frequency of backups, and selection of
backup media (i.e., disk or tape. Currently, production data is backed up daily while the test
databases are backed up weekly. All production log files, hourly and test logs will be backed
up daily.
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10.3.2.4 Retention Periods for Backup Datasets
The retention periods for backup datasets are:

e Daily 7 cycles
e Weekly 7 cycles

These values may change as a part of balancing the cost of recovery versus the benefits. The
SQL logs, which also play a major role in the recovery process are retained for 30 days.

10.4 Workstation Software Setup and Workstation Configuration

The detailed steps needed to install access to the network domain, install connectivity to the database and
adding databases to the connect, and setting up PeopleSoft on individual workstations for access to the
GMIS/PeopleSoft applications are published in the GMIS Software Installation Guide. This document can
be downloaded from the GMIS website: GMIS Website -
http://www2.isd.state.in.us/gmis/downloads/.
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Chapter 11. Share Drive Standards

These standards are for State Agency Groups to create, maintain and share the Government Management Information
Systems (GMIS) enterprise documentation for the PeopleSoft Human Resources and Financial Applications modules. This
documentation is housed on a shared server maintained by the Indiana Department of Administration (IDOA) Division of
Information Technology (DolT.) Adherence this standard will improve the search for and reuse of documentation for the

enterprise during upgrades and implementations of new State Agency Groups.

11.1 Directories

High Level Directories:

e Are the first path noted between the back
slashes (\\). Security rights are defined at
this level.

e Can be the first and second paths noted
between the back slashes (\\\). Security rights
are defined at this level. Examples are the
Information Technology Shared and
Procurement Shared.

Adding New High Level Directories:
e Can be added by any member of the GMIS
Group assigned to the Admin Security Group.

Sub Directories:

e Are defined as the second and subsequent
paths or the third or subsequent paths following
the High Level Directories.

e Are established with standard
naming conventions.

Adding Sub Directories or New Sub Directories

to High Level Directories:

e Can be added by any member of the High Level
Directories assigned to the Admin Security
Group.

e Standard naming conventions for directory
paths have been used to establish the directory
structures.

e Use these Standard naming conventions when
establishing your own New Sub Directories.

EN shared on 'gmis-sr¥r01" {K:)

J File Edit Yiew Favorites Tools Help

Faolders

L——_Ig shared on 'gmis-srer01’ (K

-] 000 - Miscelaneous

-] 100 - Shared Drive Restructure Shared

-] 100 - Shared Drive Restructure Wark

-] 101 - GMIS Shared

F-C 101 - GMIS Wark

-] 102 - GMIS Shared Dakabase

-] 102 - GMIS Waork Database

-] 200 - Yendor Shared

-] 200 - Yendor Wark

-] 300 - 1SPD Shared

-] 300 - 15PD Wwark

-] 400 - IDOA Shared

=] 400 - D0 Wark

' l:l Information Technology Work,
-] Mator Pool Wark

- - Procurement Waork

-] 401 - IDEM Shared

-] 401 - IDEM Wark

&[] 402 - DPOC Shared

-] 402 - DPOC Work

-] 403 - ICPR Shared

-] 403 - ICPR Wark

-] 404 - IBUA Shared

=] 404 - TBUA Wark

-] 405 - FS54 Shared

-] 405 - FS5A Waork

-] 406 - 1SFD Shared

-] 406 - ISFD Wark

T c

LS T 4

|31 ohjeckis) (Disk free space; |5.26 KB Local inkranet
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The State Agency Point of Contact (POC) submits the request to add or delete their
members, or their group that contains their members, to 1 security group. Members can be in
either their Admin, Projects, or the global GMIS Shared Read Security Groups. DolT will
assign every member included in the Admin or Projects Security Groups to an Unnamed
Security Group. The following are four types of security groups for Shared and Work
Directories:

Admin Security Group ~ has read, write, change and delete access to their Operational
Group Shared Directories and to their Operational Group Work Directories.

Projects Security Group ~ has read, write, change and delete access to their Operational
Group Work Directories.

Unnamed Security Group ~ has read only access to any shared directories in the enterprise,
and has create, read, update and write permissions for the \102 - Shared Database directory.

GMIS Shared Read ~ These are any other people in your domain that are not in your Admin
or Projects Security Groups such as end users. This group has read only access to any
shared directories in the enterprise.

11.21 Directory and Security Groups

Directory Your Security Your Security Other Security

group group group
Your agencies Admin Unnamed GMIS Shared
shared Read
Your agencies Admin Your Projects None ~
work No Access
Other agencies | Unnamed Unnamed GMIS Shared
shared Read
Other agencies | None ~ None ~ None ~
work No Access No Access No Access
User Types Administrative Projects End
11.2.2 Security Group Rights
Security Group Create Read Update Delete
Admin X X X X
Projects X X X X
GMIS Shared X
Read

Unnamed X

11.2.3 Access Groups

State Agency Groups and Point of Contact Directory Structures and Security Groups:

Government Management Information Systems ~ John Kraus

\000 - Miscellaneous\

\100 - Shared Drive Restructure Shared\
\100 - Shared Drive Restructure Work\

GMIS Shared Admin / GMIS Shared Read
GMIS Shared Admin / GMIS Shared Read
GMIS Shared Admin / GMIS Projects
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\101 — GMIS Shared\

\101 — GMIS Work\

\102 — GMIS Shared Database\
\102 — GMIS Work Database\
\200 - Vendor Shared\

\200 - Vendor Work\

Indiana State Personnel Department ~ Syl Creech
\300 - ISPD Shared\
\300 - ISPD Work\

Indiana Department of Administration~ Joe Starry
\400 - IDOA Shared\
\400 — IDOA Work\

IDOA \ Division of Information Technology ~ Shawn Seifert

\400 - IDOA Shared\Information Technology Shared\
\400 - IDOA Work\Information Technology Work\

IDOA \ Division of Motor Pool ~ unassigned
\400 — IDOA Shared\Motor Pool Shared\
400 - IDOA Work\Motor Pool Work\

IDOA \ Division of Procurement
\400 - IDOA Shared\Procurement Shared\
\400 — IDOA Work\Procurement Work\

Indiana Department of Environmental Management
\401 — IDEM Shared\
\401 — IDEM Work\

Data Processing Oversight Commission ~ Scott Billman
\402 — DPOC Shared\
\402 - DPOC Work!\

Indiana Commission on Public Records ~ Scott Billman
\403 - ICPR Shared\
\403 - ICPR Work\

Indiana State Budget Agency ~ Andy Schlosberg
\404 — IBUA Shared\
\404 — IBUA Work\

Family and Social Services Administration ~ unassigned
\405 — FSSA Shared\
\405 — FSSA Work\

Indiana School for the Deaf ~ Scott Billman
\406 — ISFD Shared\
\406 — ISFD Work\

GMIS Shared Admin / GMIS Shared Read

GMIS Shared Admin / GMIS Projects

GMIS Shared Admin / Create, Read, Update, Delete
GMIS Shared Admin / GMIS Projects

GMIS Shared Admin / GMIS Shared Read

GMIS Shared Admin / GMIS Projects

ISPD Admin / GMIS Shared Read
ISPD Admin / ISPD Projects

IDOA Admin / GMIS Shared Read
IDOA Admin / IDOA Projects

DOIT Admin / GMIS Shared Read
DOIT Admin / DOIT Projects

DOMP Admin / GMIS Shared Read
DOMP Admin / DOMP Projects

DOPR Admin / GMIS Shared Read
DOPR Admin / DOPR Projects

IDEM Admin / GMIS Shared Read
IDEM Admin / ISPD Projects

ITOC???
DPOC Admin / GMIS Shared Read
DPOC Admin / DPOC Projects

ICPR Admin / GMIS Shared Read
ICPR Admin / ICPR Projects

IBUA Admin / GMIS Shared Read
IBUA Admin / IBUA Projects

FSSA Admin / GMIS Shared Read
FSSA Admin / FSSA Projects

ISFD Admin / GMIS Shared Read
ISFD Admin / ISFD Projects

11.2.4

Assigning Members to Security Groups
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™ Request for Security Group Assignment - Message (Rich Text) - |ﬁ' |1|

JEiIe Edit Yiew Insert Format Tools Actions Form Layout Help |
J!}Jﬁeply | €5 Reply to Al | W Forward | = | A4 ||:B * | &> - ¥ - @ -

|ﬂ ‘ou replied on 3/8(2001 11:01 AM, Click here to find all related messages, |

From: ‘Wilson, Myra Sent: Thu 3/8/2001 10:57 AM
To: Help Desk

o Kraus, John; Welsh, Jim; Degner, Robin

Subject:  Request For Security Group Assignment

Please enter for Group Name - LSS_ALL

| v

Requested by POC, Myra Wilson - Phone Number 2330394
All of these members are in the IDOA Domain
Please add the following to DOPR ADMIN security group:

(Read, Write, change, Delete Access to GMIS controlled Shared and Work Directories, and Read Access to all other Shared
Directories)

LOGIMhn Wilson, Myra
LOGIMhn Deaton, Teresa
LOGIMhn Baltimare, Keith
LOGIMhn Carr, Todd

(Read Access to DOPR ADMIN and all other Shared Directories)

LOGIMhn McFadden, Amy

LOGIMhn Clark, Becky

LOGIMhn Davis, Ronie b
Please let me know if there are any problems with this request. =
iastartl J H & 3 > J MyraWi...l [ shared | {4 Security | {4 Security ”EReque... N BE  oz4am

Email

1. Email the request to the DolT Help Desk (Exchange clients on DolT) or
helpdesk@doit.state.in.us

2. cc: John Kraus, Veronica Moore, Judy Donahue, Christine Spicuzza

3. DolT Help Desk sends completion notices when done.

Entries

4. Subject: “Request for Security Group Assignments”

5. “To: Help Desk, Please enter for Group Name = LSS_ALL”

6. The message ‘ Requested by POC’

7. The POC

8. The POC phone number

9. The member to be added or deleted

10. Domain

11. Last Name

12. First Name

13. Login ID

14. The Security Group that the member is to be added to or deleted from
(Admin or Projects or GMIS Shared Read Security Group)

15. IF the requesting State Agency or Operational Group maintains their own members
under their own Groups, send that Group Name and the Security Group it is to be added
to or deleted from in place of the members Domain, Last Name, First Name and Login
ID.

Other Requests

16. The agency POC can add new subdirectories (see section 1.2 Directories).

17. The GMIS Group POC can add new high level directories requested by agencies.

18. Email the DolT Help Desk with a complete description of the problem, the exact error,
and exactly where you were for any other problems.

State of Indiana, January 2001


mailto:helpdesk@doit.state.in.us

GMIS Standards v3.doc Last Update: 10/04/01
Version 3.0 Printed: 10/4/2001

11.3 Using the New Share Drive Structure and Security

11.3.1 Structure Overview:

11.3.1.1 New Files / Projects Model:

The new share drive restructure provides standardized structures for files developed in new projects.
Members of the Project Security Group use their Work Directories where multiple work versions of
files may be developed. Members of the Admin Security Group can develop files in the Work
Directories, but are the only members who can move the final version of the files to their Shared
Directories.

11.3.1.2 Existing Files Model:

These are the current High Level Directories on the shared drive that have been reformatted into the
new Shared Directories on the shared drive and use new Security Access groups.

11.3.1.3 Combined Files Model:

This is a combination of the New Files / Project Model and the Existing Files Model. Some of the files /
folders initially moved to the new Shared Directories may be copied / moved to other directories in the
new Shared Directories.

11.3.2 Document Life Cycle Flow:

11.3.2.1 GMIS WEB Site Model:

These files are in the Shared Directories. They are the final GMIS Enterprise version used for the GMIS
WEB Site.

11.3.2.2 New Files Model:

When State Agencies Groups are implemented / maintained, and as their Groups are established on
the GMIS Shared Drive, work deliverables developed in their Work Directories for their projects need
to be moved to their Shared Directories. The intent is to facilitate cloning of existing files from the
other Shared Directories and to eliminate the need to start new files from scratch. Multiple
implementations do not need to cost the state for similar deliverables from different vendors.

11.3.2.3 Existing Files Model:
These are files in existence prior to the restructure that are referenced and may not be maintained.

11.3.24 Combined Files Model:

If these files are updated consistently as in the Existing Files Model, the State Agencies Groups with
the approval of management and the enterprise, would take ownership of them and move them to the
New Files Model.

11.3.3 Required Deliverables:

As State Agencies / Operational Groups are implemented / maintained, and as their Operational Groups are
established on the GMIS Shared Drive, work deliverables developed in their Work Directories for their projects need to be
moved to their Shared Directories.

These are required deliverables that need to be shared with the entire GMIS enterprise since this information may
have an impact on upgrades and implementations of other State Agencies / Operational Groups.

Some of the directories are established as noted under the Structure section. Other directories that need to be
established are noted under the Processes section, Adding Sub Directories or New Sub Directories to High Level Directories.

An example would be the \401 — idem shared\ directory where training materials for their 4 applications are required.
Other directories to be added for the Required Deliverables are:

State of Indiana, January 2001 11-5



GMIS Standards v3.doc Last Update: 10/04/01
Version 3.0 Printed: 10/4/2001

o \functional\deployment\, \functional\development\, \functional maintenance\, \functional\peoplesoft,
\functional\standards and procedures\, \functional\testing\, \functional\training\,

¢ \technical\deployment\, \technical\development\, \technical maintenance\, \technical\peoplesoft,
\technical\standards and procedures\, \technical\testing\, \technical\training\,

¢ \management\project administration\, management\project plans\,

o \dig\dictionary\, \dig\documentation\, \dig\meetings\, \dig\schedules\, \dig\templates\, \dig\tools\.

11.3.4 Adjustments:

11.3.4.1 Directories:

after the initial move to the new restructure, some directories may belong under other directories.
These can be copied from the current location to the new location, and if appropriate or wholly owned
by another State Agency or Operational Group, can be deleted from the old location.

11.3.4.2 Groups:

if members their State Agency or Operational Group works on projects for another State Agency or
Operational Group, with management approval, they need to contact the POC and request
membership in their Security Group for the duration of the project.

11.3.5 Version Control:

11.3.51 Tools
There are no tools in place at this time for Version Control.

11.3.5.2 Back up Responsibility

The State Agency Groups should keep their own backup copies while developing documentation in
their work directories and ensure that the most current version is copied to their share directories for
sharing with the enterprise. Examples of this process can be found in Chapter 13 Quick Reference
Update Procedure.
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Chapter 12. Training Standards

12.1 General Training Structure

One of the benefits the single enterprise system brings to the State of Indiana is that much of
the system maintenance, user support, and information distribution can be done in a
coordinated, centralized manner. Retaining the integrity of the single enterprise system and
fully realizing its benefits requires the same coordinated, centralized approach to training our
personnel on the use and support of the PeopleSoft applications.

e The knowledge required to use and support the PeopleSoft applications falls into three
general categories:

o Knowledge specific to the State of Indiana — this category includes knowledge of how the
State does business: its rules, regulations, procedures, and practices, and how to use
PeopleSoft within those bounds.

e Knowledge specific to PeopleSoft — this category refers to knowledge of how PeopleSoft
applications operate: navigation, buttons, panels, processes, and how they interact.

e Other knowledge — this category covers any knowledge integral to the support of GMIS
applications and customers that are not included in the two categories above.

The training requirements for the GMIS community can be seen as “curriculums” specific to
each of several user families. For both the State of Indiana and the PeopleSoft specific
categories, each curriculum consists of one or more of the following:

e Formal classes, which may be developed and delivered by either State and/or vendor
resources,

e Self-help materials, such as Quick Reference documents,

o Self' study of manuals, procedures, or other documentation, and

e [nformal instruction, usually by agency super users or the GMIS support team.

Training in the topics and skills outlined in this section are considered standard requirements for the

user families shown.
Standards regarding the content, format, and preparation of State of Indiana developed training

materials are presented later in this chapter.

1211 All PeopleSoft Agency Users, Functional and Technical Analysts
12.1.1.1 Knowledge Specific to the State of Indiana
12.1.1.1.1 Self Help

e PeopleSoft Training Navigation Tutorial. To take this tutorial, call the DolIT Help Desk
at 232-3251 and request assistance

e Quick References
e Application Overviews
e General Information topics (to be developed)
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12.1.1.1.2 Self Study

e GMIS Standards and Procedures Manual, available on GMIS web site and the GMIS
shared drive\101 - GMIS Shared\Technical\Standards and Procedures

e Introduction
e Problem Reporting Standards

12.1.1.1.3 Informal Instruction
e GMIS Web Site

12.1.2 Agency Personnel
12.1.2.1 Super Users

12.1.2.1.1 Knowledge Specific to the State of Indiana

12.1.2.1.1.1 Formal Classes
Procurement PeopleSoft class (for Purchasing users)

HR Classes (for HR users)
HRMS
Benefits

Training Module
Query

12.1.2.1.1.2 Self Help
Quick References and Speed Scripts

All

12.1.2.1.1.3 Informal Instruction
Query training for Financials users

Issue reporting

Using the Issues database

12.1.2.2 End Users

12.1.2.2.1 Knowledge Specific to the State of Indiana
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12.1.2.2.1.1 Formal Classes
Procurement PeopleSoft class (for Purchasing users)

HR Classes (for HR users)
HRMS
Benefits
Training Module
Query
12.1.2.2.1.2 Self Help
Quick References and Speed Scripts

Application specific topics as needed

12.1.2.3 Managers
12.1.2.3.1 Knowledge Specific to the State of Indiana
12.1.2.3.1.1 Self Help

Quick References detailing the use of the query function (to be developed)

12.1.2.4 IT Support
12.1.2.4.1 Knowledge Specific to the State of Indiana
12.1.2.4.1.1 Self Help

PeopleSoft Installation Guide, available at URL http://www2.isd.state.in.us/gmis/downloads/

GMIS Standards and Procedures Manual, available on GMIS web site and the GMIS shared
drive\101 - GMIS Shared\Technical\Standards and Procedures

Security: Operator Maintenance

12.1.2.4.1.2 Self Study

GMIS Roles and Responsibilities Definition available in Appendix H : PeopleSoft Support
Roles
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12.1.3 GMIS Team
12.1.3.1 Functional Analysts

12.1.3.1.1 Knowledge Specific to the State of Indiana

12.1.3.1.1.1 Formal Classes
PS Procurement Class

HR Classes
HRMS
Benefits

Training Module

Query

12.1.3.1.1.2 Self Help

GMIS Financials Set-up Recipes, available on the GMIS shared drive in folders GMIS
Shared\Functional\Setup Recipes\New Agency Implementations

12.1.3.1.1.3 Self Study

GMIS Standards and Procedures Manual, available on GMIS web site and the GMIS shared
drive\101 - GMIS Shared\Technical\Standards and Procedures

Introduction

Implementation Standards
Development Standards
Testing Standards

Change Control Standards
Security Standards

Problem Reporting Standards
Training Standards

GMIS Roles and Responsibilities Definition available in Appendix H : PeopleSoft Support
Roles

Accounting Manual for State Agencies, available on State Board of Accounts Internet site
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Contracting Manual, available on IDOA Procurements Intranet site
Procurement Manual, available on IDOA Procurements Intranet site

HR “Manual”, comprised of most of the topics on the State Personnel Department intranet
site

Payroll Manual, available from the State Payroll Office of the Auditor of State

12.1.3.1.1.4 Informal Instruction
Mentored walk through of Financials Quick References

Use of GMIS Issues Database

12.1.3.1.2 Knowledge Specific to PeopleSoft

12.1.3.1.2.1 Formal Classes
Intro to PeopleSoft

PeopleTools I

For Report Analysts:

Introduction to Query (1 day)
Query Advanced (1 day)
Introduction to Crystal (1 day)
Crystal Advanced (1 day)
PS/nVision Using Queries (4 days)

Intro to OLAP (2 days)

12.1.3.1.2.2 Self Help
PS PeopleBooks: Using PeopleBooks

12.1.3.1.2.3 Self Study
PS Business Process Maps, available on the Functional page of the GMIS intranet site

PS PeopleBooks

Customer Connection, begin with User Guide (click on Help button)
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12.1.3.1.3 Other Knowledge

12.1.3.1.3.1 Soft Skills
Presentation Skills

Documentation/Technical Writing
Training

12.1.3.1.3.2 Business Function Skills
Business Process Analysis

12.1.3.1.3.3IT Skills
Project/Resource Management

Requirements Analysis
Testing
Version Control

Data Relationships

12.1.3.1.3.4 Tools
Word

MS Project
PowerPoint
Excel
Visio
12.1.3.1.3.5 Training Resources
DolIT’s Computer Learning Center
Personnel’s Training Center
PeopleSoft’s Customer Connection
Business education web sites: fredpryor.com; learningtree.com; skillpath.com; pmi.com

Procurement’s Streamlining class
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12.1.3.2 Technical Analysts
12.1.3.2.1 Knowledge Specific to the State of Indiana

12.1.3.2.1.1 Self Study

GMIS Standards and Procedures Manual, available on the GMIS web site and on the GMIS
shared drive\101 - GMIS Shared\Technical\Standards and Procedures

All Chapters
GMIS System Topography, available in Appendix G: PeopleSoft Technical Architecture

GMIS Roles and Responsibilities Definition available in Appendix H : PeopleSoft Support
Roles

Services Administrators
GMIS Problem Resolution Roadmap (to be developed)
Security Analysts
Procurement Security Matrix
HR Security Matrix
Setup Recipes
12.1.3.2.1.2 Informal Instruction
Use of GMIS Issues Database
Use of DolT’s Help Desk process and database
Security Analysts

RACEF Security Access Requests

12.1.3.2.2 Knowledge Specific to PeopleSoft

12.1.3.2.2.1 Formal Classes
Developers

PeopleTools I (5 days)
PeopleTools II (5 days)

Process Scheduler (2 days)
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PeopleSoft Portal Solutions (PS 8) (2 days)
PeopleCode (5 days)

Business Process Design (4 days)

Services Administrators

PeopleSoft Server Administration (4 days)
Data Management Tools (3 days)
PeopleSoft Database Upgrade (PS 8) (2 days)
PeopleSoft Security (2 days)

Application Engine (3 days)

Integration Tools ((PS 8) (4 days)

Report Developers

SQR I (4 days)

SQRII (4 days)

and/or

Introduction to Query (1 day)

Query Advanced (1 day)

Introduction to Crystal (1 day)

Crystal Advanced (1 day)

PS/nVision Using Queries (4 days)

Intro to OLAP (2 days)

Security Analysts

PeopleSoft Security (2 days)

12.1.3.2.2.2 Self Study
Customer Connection, begin with User Guide (click on Help button)

12.1.3.2.3 Other Knowledge

Last Update: 10/04/01
Printed: 10/4/2001
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12.1.3.2.3.1IT Skills
Relational Databases

SQL
Troubleshooting
Testing

Version Control

12.1.3.3 Database Analysts

12.1.3.3.1 Knowledge Specific to the State of Indiana

12.1.3.3.1.1 Self Study

GMIS Standards and Procedures Manual, available on GMIS web site and on the GMIS
shared drive\101 - GMIS Shared\Technical\Standards and Procedures

All chapters
GMIS System Topography, available in Appendix G: PeopleSoft Technical Architecture

GMIS Roles and Responsibilities Definition available in Appendix H : PeopleSoft Support
Roles

12.1.3.3.2 Knowledge Specific to PeopleSoft

12.1.3.3.2.1 Formal Classes
PeopleSoft Server Administration (4 days)

12.1.3.3.2.2 Self Study
Customer Connection, begin with User Guide (click on Help button)

12.1.3.3.3 Other Knowledge

12.1.3.3.3.1 IT Skills
Database Administration skills appropriate for the SQL Server platform

12.1.3.4 LAN Support Analysts

12.1.3.4.1 Knowledge Specific to the State of Indiana

State of Indiana, January 2001
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12.1.3.4.1.1 Self Help
GMIS Problem Resolution Roadmap (to be developed)

12.1.3.4.1.2 Self Study
GMIS System Topography, available in Appendix G: PeopleSoft Technical Architecture

GMIS Roles and Responsibilities Definition available in Appendix H : PeopleSoft Support
Roles

GMIS Standards and Procedures Manual, available on GMIS web site and on the GMIS
shared drive\101 - GMIS Shared\Technical\Standards and Procedures

Introduction

Application Architecture
Security Standards

Problem Reporting Standards

Server and Physical Infrastructure

12.1.3.4.2 Knowledge Specific to PeopleSoft

12.1.3.4.2.1 Informal Instruction
PeopleSoft configuration process (general knowledge)

12.1.3.4.3 Other Knowledge

12.1.3.4.3.1 Formal Classes
Hardware Platform: ES7000

Administration and Operations
Clustering

Storage

SAN

NaviSphere

Network Software: NT and WIN2000

NT and/or WIN2000 base
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NT4 Clustered and/or 2000 Clustered
Citrix

12.1.3.4.3.2 Other
Switches and Networks (general knowledge)

ODBC Connectivity (general knowledge)

SQL 7 and/or SQL 2000 (general knowledge)

12.1.3.5 Desktop Support Analysts

12.1.3.5.1 Knowledge Specific to the State of Indiana

12.1.3.5.1.1 Self Help
PeopleSoft Desk-top Install Guide

GMIS Problem Resolution Roadmap (to be developed)

12.1.3.5.1.2 Self Study

GMIS Standards and Procedures Manual, available on GMIS web site and on the GMIS
shared drive\101 - GMIS Shared\Technical\Standards and Procedures

Introduction

Application Architecture

Security Standards

Problem Reporting Standards

Server and Physical Infrastructure

GMIS System Topography, available in Appendix G: PeopleSoft Technical Architecture
GMIS Roles and Responsibilities Definition available in Appendix H : PeopleSoft Support

Roles

12.1.3.5.1.3 Informal Instruction
Use of GMIS Issues Database

Use of DolT’s Help Desk process and database
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12.1.3.6 Help Desk Support
12.1.3.6.1 Knowledge Specific to the State of Indiana

12.1.3.6.1.1 Self Help
GMIS Problem Resolution Roadmap (to be developed)

12.1.3.6.1.2 Self Study

GMIS Roles and Responsibilities Definition available on the GMIS web site and in
Appendix H : PeopleSoft Support Roles

GMIS Standards and Procedures Manual, available on GMIS web site and on the GMIS
shared drive\101 - GMIS Shared\Technical\Standards and Procedures

Introduction
Security Standards
Problem Reporting Standards

GMIS System Topography, available in Appendix G: PeopleSoft Technical Architecture

12.2 Quick References

12.21 Purpose

Quick References are training materials designed to instruct personnel in the use of
PeopleSoft for the basic essential system-based processes for each application. They are
intended to serve as guides and memory refreshers for using PeopleSoft in the State of
Indiana’s everyday business.

12.2.2 Content

Quick References describe the navigation, data entry, and verification steps of commonly
used processes and transactions of interest to many agencies. They specify options that are
consistent with State of Indiana procurement and accounting rules. They outline practices
that have proven effective:

¢ In other agencies, or

e As interfaces with entities inside and outside the PeopleSoft arena, such as the
Procurement Division, the Auditor of State, vendors, and banks.

It is important to note a few things Quick References are not designed to provide:

e They do not present every possible activity or option.
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e In general, they do not explain how to correct errors nor describe how to resolve
situations that didn’t produce the expected results.

e They do not describe the underlying principles and supporting activities required to
accomplish an agency’s business and satisfy the State’s accounting requirements.

12.2.3 Organization

12.2.3.1 Naming / Numbering

Quick References are given a succinct title reflecting the function or process described and a
document name (filename) that uses a combination of the acronym for the application and an
assigned number. Numbers are assigned so that a sequential list of the documents groups
logically related items together. When new documents are written, lower-case alphabetic
suffixes can be appended to the numbers to accomplish this logical grouping. Some
examples are:

Document Name | Document Title

AP 203 Run Pay Cycle

AP_203a Pay Cycle Approval

AP _204a Print SDO Checks

AP_204b Create SDO Disk for Auditor
AP 204c Create Auditor Diskette

It is important to develop separate Quick References for those common processes that are
executed from different points in the system or as parts of various other processes and/or
functions. These can then be referred to from other Quick References when those processes
are needed. Separating these processes avoids repetitious documentation. Examples of such
processes are budget checking, voucher posting, and checking the Process Monitor.

12.2.3.2 Quick Reference Master List

A document will be maintained that lists the names and titles of all active Quick References
plus any planned for future development. This document will be used as the basis for the
page on the GMIS web site that links to the individual Quick Reference documents.

12.2.3.3 Change History

A document will be maintained and available on the GMIS web site that lists brief
descriptions of updates to the Quick References by date, name, and title. Identify new
documents as “Initial publication” followed by a brief description of the content. The
purpose of this document is to allow interested parties to identify newly published and
modified Quick References so they can determine when they need to review specific
documents or processes.

In addition, a simple list will be maintained of all Quick Reference documents and the date
each was last updated.
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12.2.3.4 Application Overview

A Quick Reference Overview will be written for each PeopleSoft application in use by the
State of Indiana. The Overview will address general information about the application,
summarize the major processes covered by the individual documents, cover relationships
between the processes, point out important considerations such as a required sequence of
events, and include any other pertinent topics.

12.2.3.5 Table of contents

Each Overview document will begin with a sequential list of Quick Reference names and
titles for the particular application, which will serve as a Table of Contents for the
application.

12.2.4 Format

Quick References accomplish their purpose by using panel illustrations alongside step-by-
step instructions. Each Quick Reference is a separate Word document. See page illustration
below.

12.2.4.1 Titles

Quick References have one or two title lines:

e The application title, which is optional, is usually the application name, such as General
Ledger or Billing. Or it may describe a wide range of processes within an application,
such as Paying Invoices.

e The document title, which is required, describes the topic of the document.

12.2.4.2 Opening Remarks

Most Quick References begin with a few remarks about the process and how it fits in with
the overall business flow. Special considerations, constraints, prerequisites, and materials
needed may also be addressed at this point.

12.2.4.3 Table

The basic format for all Quick References (except the Overviews, master list, and change
history) is a two-column table.

e The left column is used for identifying the steps and displaying the panel shots, and is
numbered in outline style so that cells are consecutively lettered.

To set or reset the numbering, select the column (Table, Select, Column) then select
the numbering format (Format. Bullets and Numbering, Outline Numbered, select the
bottom right option). Click the Continue Previous List button if you are restarting an
interrupted series of letters.
e The right column contains detailed instructions for each step in the process. Each cell
will contain one or more points; points are numbered consecutively from cell to cell.
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To set or reset the numbering, select the column (Table, Select, Column) then select
the numbering format (Format. Bullets and Numbering, Numbered, select the bottom
right option). Click the Continue Previous List button if you are restarting an
interrupted series of numbers.

12.2.4.4 Header and Footer

All Quick References will include document header and footer information as follows:

e Header:

Document name (Header and Footer, Insert Auto Text, Filename); flush to left margin.
Document title; flush to right margin. This may be an abbreviated version when the
document title is lengthy.

e Footer:

Last save date (use Insert, Field, Date and Time, SaveDate); flush to left margin.

Page number (Header and Footer, Insert Auto Text, Page X of Y); flush to right margin.
Note that page numbers begin with 1 for each Quick Reference.

Document name (Header and Footer, Insert Auto Text, Filename), slightly left of page
number. This is the connection to the Table of Contents in the Application Overview when
Quick References are printed and placed in a binder.

12.2.4.5 Panel Shots

Images of significant panels and screens are displayed in each Quick Reference. Each panel
image is placed inside a text box in the left column of the table format. Using text boxes
simplifies the placement and anchoring of the images, making it easy to inset, delete, and
move them without impacting other images and components in the document. In general,
panel shots are made using the Alt+Print Scrn keys so that the image includes the active
panel only, not the entire desktop, although images of the desktop (Print Scrn key) may be
used when appropriate.

Other drawing tools and figures, such as arrows and brackets (available on the Word drawing
toolbar), may be used for clarification. Keep in mind, however, that such tools must render
well in black and white, so the document is equally clear when printed. For example, it may
be necessary to make an arrow gray, so that it shows both on white (near text) and on black
(crossing a dark image).
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12.3 Recurring Presentations (Demonstrations, Classes, Exhibits)
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12.3.2 Content
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12.3.4 Site Preparation

12.3.5 Materials Maintenance
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Chapter 13. Maintenance Procedures

13.1 Quick References

This section outlines the steps required to build or modify, test, and implement a Quick
Reference document, including steps to ensure adequate backup protection, limited version
control, and posting to the GMIS web-site.

In general, the steps are: build or modify the document, test the document, obtain approval,
backup the document, record the update in the history log, move the document to the
production library, move it to the web library, link it to the web-site, test the web-site, and
clean up the files no longer needed.

Steps vary slightly for new and modified documents, and directory locations are different for
application specific vs. general information topics.

13.1.1 Summary of Process — Who Does What When

The diagram on the following page illustrates the process, showing the events, their sequence
and the responsible parties.

13.1.2 Build/Modify

13.1.2.1 Modify an existing Quick Reference

When ready to begin, copy the original Quick Reference from the production folder to the
work folder and make changes to the copy.

e From Production folder:

For an application specific topic:
K:\101 — GMIS Shared\Functional\Applications\application name\Training
Materials\Quick References\ filename.doc

For a General Information topic:
K:\101 — GMIS Shared\Functional\Training\Quick References\ filename.doc

e To Work folder:
K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename.doc

13.1.2.2 Build a new Quick Reference

Copy an existing Quick Reference to the work folder to use as a template, replacing the
existing data with new data and deleting any extraneous material. This approach avoids the
need to re-establish the standard format, taking advantage of work that has been done before.

e To Work folder:
K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename.doc
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13.1.3 Review/Approve

If you are working under the guidance of or collaborating with another analyst, review the
draft together and make any adjustments before proceeding to the test phase. In some cases,
you may agree to combine this step with the internal unit test.

13.1.4 Unit and System Test

Testing a Quick Reference is accomplished by using the Quick Reference in a test
environment to verify that it accomplishes the desired tasks, and that panel shots, sequence of
events, and instructions are accurate.

The first round of testing is the unit test, an internal test process executed by development
staff. When the unit test is complete, a system test, also called a QA test, is conducted with
selected end users executing the process. For new processes, the Quick Reference testing
and the process testing are often accomplished together, particularly at the QA stage.
Because it is the written procedure that is being tested, not executable system components,
QA testing may occur in any of the test environments, or in the production environment.
Minor changes to Quick Reference text may not require a QA level test.

Steps in each test process are:

e Recruit other developer(s) for unit test, end user(s) for QA test

e Provide copy of Quick Reference to testers, either electronic or hard copy
e Review/incorporate feedback

e Repeat as necessary

13.1.5 Review/Approve

Submit significantly modified and new Quick References to the GMIS team lead(s) for
review and approval for implementation. This is an informal process requiring no forms or
signatures. It may also be appropriate to submit the document for review and approval for
implementation by senior user(s) who did not participate in the QA testing, also an informal
procedure.

13.1.6 Backup

13.1.6.1 To move a modified Quick Reference into production
Save a backup copy of the original Quick Reference.

e From Production folder:

For an application specific topic:
K:\101 — GMIS Shared\Functional\Applications\application name\Training
Materials\Quick References\ filename.doc
For a General Information topic:
K:\101 — GMIS Shared\Functional\Training\Quick References\ filename.doc
e To Work folder:
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K:\101 — GMIS Work\Functional\Training\Quick Ref Development\fi/lename Backup.doc

13.1.6.2 To move a new Quick Reference into production
Save a backup copy of the newly developed Quick Reference.

e From Work folder:

K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename.doc

e To Work folder:

K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename Backup.doc

13.1.6.3 In both cases

For either a new or modified Quick Reference, save a backup copy of the “What’s New and
Different” update list (QR_002) and the “GMIS PeopleSoft Training Materials” current
version list:

e From Production folder:

K:\101 — GMIS Shared\Functional\Training\Quick References\ QR 002.doc and GMIS
PeopleSoft Training Materials.doc

e To Work folder:

K:\101 — GMIS Work\Functional\Training\Quick Ref Development\QR 002 Backup.doc and
GMIS PeopleSoft Training Materials Backup.doc

13.1.7 Record Update History
Now create another copy of the “What’s New and Different” change history list (QR_002):

e From Production folder:

K:\101 — GMIS Shared\Functional\Training\Quick References\ QR 002.doc

e To Work folder:

K:\101 — GMIS Work\Functional\Training\Quick Ref Development\QR 002.doc
In the work version, insert a new row at the top of the table below the headings and record a
brief description of the update with the date it is expected to become available on the GMIS
website. Make the description meaningful to the functional users; avoid technical terms and
viewpoint.

Also create another copy of the “GMIS PeopleSoft Training Materials” current version list.:

e From Production folder:

K:\101 — GMIS Shared\Functional\Training\Quick References\ GMIS PeopleSoft Training
Materials.doc
e To Work folder:

K:\101 — GMIS Work\Functional\Training\Quick Ref Development\ GMIS PeopleSoft
Training Materials.doc
In the work version, update the last saved date of the changed document. For new documents
insert a new row in the table, which is in document name sequence, and record the name,
title, and last saved date.
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13.1.8 Move to Production

Copy the modified or new Quick Reference and the modified QR 002 and the modified
GMIS PeopleSoft Training Materials.doc to the production folder.

e From Work folder:
K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename.doc
e To Production folder:

For application specific topics:
K:\101 — GMIS Shared\Functional\Applications\application name\Training
Materials\Quick References\ filename.doc

For General Information topics (including QR 002 and GMIS PeopleSoft Training
Materials.doc)
K:\101 — GMIS Shared\Functional\Training\Quick References\ filename.doc

This will overwrite the previous version.

13.1.9 Move to Web

If you are working under the guidance of another analyst, consult with him/her for final
approval prior to moving the Quick Reference to the GMIS web site.

Copy the modified or new Quick Reference and the modified QR 002 to the Web site folder.

e From Production folder:

Application specific Quick References:
K:\101 — GMIS Shared\Functional\Applications \application name\Training
Materials\Quick References\ filename.doc

e General Information Quick References (including QR 002):

K:\101 — GMIS Shared\Functional\Training\Quick References)\ filename.doc
e To Web files folder:

H:\isd\intranet\www2\gmis\guides (on server APP02)
If this is an update to an existing Quick Reference, the web site is now updated.

13.1.10 Link to Web Site

If this is a new Quick Reference, prepare a request to link the new document to the GMIS
web site and submit it to the Web team member supporting the GMIS site.

To prepare the request:

e Make a backup copy of
K:\101 — GMIS Work\Functional\Training\Quick Ref Development\Quick Ref List.doc

e And add the new Quick Reference in the appropriate place in the original document.

e Attach the document to a memo or an e-mail requesting that a new Quick Reference be
linked to the GMIS web site. Specify the filename you saved the new document to in the
web folder, and whether you want the new item flagged on the web page as “New!”
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¢ Remind the developer to make a backup of the links page before making any changes.
e Ask the developer to notify you when the changes are active on the GMIS web site.
e Highlight or mark the addition on the attachment in some way.

13.1.11 Test the Updated Web Site

When you have moved the updated Quick Reference to the web directory or the web
developer has informed you that the link(s) for the new Quick Reference(s) are active, you
must test the web site:

e Access the GMIS Web site and go to the Functional page.

e Scroll down to the links chart at the bottom and select one of the application links under
the column “Guides.”

e Verify that the link(s) you requested are listed on the links page, are accurate, and take
you to the correct file.

e Verify that the new or changed Quick Reference(s) reflect the updated material.
e Return to the links page and verify that the overall page still appears as expected.
Be sure you test with both Netscape and Internet Explorer.

If problems are detected, consult with the web developer to either correct them or restore the
Quick Reference and links page (if changed) from the backup files made earlier.

13.1.12 Clean Up

Once all is satisfactorily tested, delete the following work files:

e K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename Backup.doc
e K:\101 — GMIS Work\Functional\Training\Quick Ref Development\filename.doc

Be sure to do these deletes for all Quick References you added or updated, including

QR 002, GMIS PeopleSoft Training Materials.doc, and the backup you created for the Quick
Ref List (be careful not to delete the original of this file in the GMIS Work directory, as there
is no production copy of this file in the GMIS Shared directory).

Send a notice to the developer that the link page backup can be deleted.
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